
CONFIDENTIAL 

From: 

Sent: 6 17 2022 3:20:37 PM 
To: CDC/DDID/NCIRD/OD) ffi @cdc.gov] 
BCC: (CDC a a mc.org) @a a mc.org]; @a amc.org; (CDC a a mc.org) 

@a a mc.org] (CDC a cha .org) a cha .org]; @acha.o" 
CDC a cha .org) I @a cha.org]; (CDC a ha .org) @a ha.org] 

(CDC a ha .org) ~@a ha .org]; (CDC a ha .org) ~@a ha .org]; (CDC 
a ha .org) @a ha .org]; (CDC a ha .org)~~a ha .org]; ~@ a hca .org; 

@a hca .org;=~@ al ia nzaa meri ca s.org; @a mericares.org;ffi@a meni ca res.org; 
@ a meri ca res .org;~a meri ca res .org @a meri ca res.org; C DC 

a pha net.org) @ a pha net.org];~APHANET.ORG; (CDC ncfh.org) [1~ ncfh.org]; 
CDC p h mc.org) I @phmc.org]; (CDC phmc.org) 

@phmc.org]; @ phmc.org @c a ncer.org; (CDC a stho.org) 
~ a stho.org];~@ n na hec.org;l @ca ncer.org; @fema.dhs.gov; =, 

(CDC naccho.org) [~@naccho.org]; (CDC na ccho.org) IM @ n a c c h o . o r g I ~ 
~@naccho.org (CDC naccho.org) na ccho.org]; @na ccho.org; 

(CDC a a p.org)~@a a p.org]; CDC a a p.org) ~a a p.org]; (CDC 
va cci nateyourfa mi ly.org)=@va cci nateyourfa mi ly.org]; @va ccinateyourfa mi ly.org (CDC 
a a mc.org) I @a a mc.org (CDC a cha .org) I @a cha .org]; @a hca.org; 

(CDC aha .org) @a ha .org]; (CDC a pha net.org) @ a pha net.org]; 
(CDC phmc.org) @phmc.org]; @a pi a hf.org;Wveng-group.com; 

~@ hea I thya meri ca s.orgffi@ n mqf.org; ~@ n u I .org; @ n ul .orgli~~@ ncn w.org; 
(CDC npa i hb.org) @npa i hb.org] (CDC npa i hb.org) 

@npa i hb.org]; ~@ npa i hb.org; @unidosus.org; @gma i I .com; 
~comcast.net; @gma i I .com; ~@ n h ma md.org;~ n hma md.org; ~a a i p.org; 

(CDC a a i p.org) a a ip.org]~~ (CDC ncuih.org) ~ ncu i h.org]; 
@ncuih.org; (CDC ncuih.org) ~@ncui h.org]~@ncuih.org; ~@ncui h.org; 

@gma il.com]; @gma il.com];~@gma i Lcom; 
@fema .d hs .gov;~fred h utc h.org; @ka rna .com~@ ka rna.com; 

@ bru netga rci a .com;ff~.CTR@hea I th.ri .gov @hea I th.ri.gov; (CDC 
global hea I thc3.org) @gl obalhea Ithc3.org]; (CDC gl oba I hea Ithc3.org) 

@Gl oba I Hea I thC3.org]; (CDC umn.edu) @ u mn.ed ul; ~@cd mi gra nte.org; 
(CDC cdmigrante.org) liffi@ c d m i g r a n t e. o r g 1 ;~ a I i anza ameri cas.o rg; (CDC 

sta te.mn.us ) ~@s ta te.mn.us]; s ta te.co.us; ~na cc ho.org;~~ res cue.org; 
-@migrantclinician.org (CDC migra ntcl i nicia n.org) .~migra ntclinician.org];ffi@ideo.org; 

~II@ i d eo.or g; @i deo.org; @ideo.org; (CDC ncfh.org) ~@ncfh.org]; 
(HHS/Pa rtners hi p Center) @hhs.gov]; (OS/lEA) 

@hhs.gov (CDC southcentra lfounda ti on.com ) 
@Southcentra IFounda tion.com]; @cityofch i ca go.org; cityofch i ca go.org; 

@dhw.ida ho.gov @dhw.ida ho.gov; (CDC hea I th.mo.gov) 
hea I th.mo.gov]; (CDC hea I th.mo.gov) hea I th.mo.gov]; 

@pi hoa .org; (CDC pi hoa .org)M@ pi hoa .org]; @phs.hctx.net; 
phs.hctx.net;ffi@ua b.edu; @ky.gov @state.nm.us; 

~goma .a la b a ma .gov; @dhw.idaho.gov;~firstdraftnews.com 
(HHS/OASH) ~~@nns.gov] (CDC nd.gov)~@nd.gov]; 

@ndsu.edu;.~ndsu.edu CDC ndsu.edu) @ndsu.edu]; 
@nd.gov;~@nd.gov; @nd.gov @doh.vi.gov; @vi .gov; 

Il @doh.vi.gov; (CDC gma i I .com) i@gma i I .corn] @rmihea Ith.org; 
@rmihealth.org; @qsource.org;~@0Source.org; (CDC isdh.i n.gov) 
@isdh.i n.gov]; [kcl a y@ ka rna.com] @dshs.texas.gov~@cdph.ca.gov; 

del oitte.com]; del oitte.com; @del oitte.com; 
@del oitte.com; (CDC nga .org)~@nga.org];■ 

~@cdc.gov]; liffi@cdc.gov]; 
~@cdc.gov];~@il lin ois.gov; @I Ilinois.gov 

@civicnation.org; 
~c , na mgt.com; 

@civicnation.org; 
@ la fcc.org~@ na mgt.com; @urba nstra tegi es inc.org; 

@hano.org @ h ud.gov~ (OS/OASH) 
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@a s henol a .org;~(NIH/NHLBI) 
@hud. ov; @I a fcc.org;~@ hud.gov; @hhs.gov] 

ni h.gov]; @unicef.org, @who.int; 
@ga vi .orgffl@ga vi.org; @ecdc.europa.eu; @who.i nt;~cdph.ca .gov; 

@CDP H cd p h.ca.gov]; @emory.edu, @emory.edu; 
101~@ ma i I .wv u . ed u ; CO .RAM SEY.M N.US; ~ uta h .gov; 

cookcountyhealth.org; s hel bycountytn.gov; ~@I i ncol n.ne.gov; 
~schd.org; hud.govilWgeorgetown.edu; @gma i Lcom; 
~i~gma i I .com;~~@wyo.gov; (CDC wyo.gov) 

wyo.gov]; ~wyo.gov dhsoha.state.or.us; . 
dhsoha.state.or.us~ ba ymi Ilsorg; ~ba ymi lis .org;~ baymi lis .org; 

(HHS/OASH) @ h hs.gov],~~CDC cdcfou nda ti on.org) 
@cdcfoundation.org] houstontx.gov; (CDC Ia .gov) 

1=~ I a .gov]; @ I a.gov I @wus ti .ed ul; i@wustl .edu; 

gma il.com, lati n oa id s.org (OS/ASPR/OEM) @ h hs .gov]; 
@gma il .com @Ia tinoa ids.org; 

~ 
(CDC al ia nzaamericas.org) @a I ianza americas.org] 

@ardenthea Ith.com]; @dhsoha.state.or.us; @ michiga n.gov; 
CDC a a mc.org) @aa mc.org]=@cma docs.org @cma docs.org; 

Iffi~ ka rna .com @ka rna .cornl @dhs.wisconsin.gov; 
~@ta mu.edu; @pa .gov;~@hea I th .nyc.gov; @optum.com; 

@dhs.wisconsin.gov; @ga vi.org; CDCwyo.gov) 
@wyo.gov];~~fema .dhs.gov; @vida nthea Ith.com; 

@communicatehea Ith.com; (CDC d hec.s c.gov)~d h ec.s c.gov], 
M@vd em.vi rgi n ia.gov; ma ryl a nd.gov; USE.Sa I va ti onAr my.0 rg; 

@vdem.vi rgi ni a .gov; 
l~i@gstreetgroup.com, 

@cdcfoundati on.org; 
@fema.dhs.gov] 

@gma i I.com; 

@gstreetgroup.com; 
@vdem.vi rgi n ia .gov;  eb s I ea d ers.com; 

@wv.gov; @ci vi cnation.org; 
@redcross.or.ke; @canada.ca; 

@ p he.gov.0 k];~~gmx.d e; 
@gma i I.com; @gma i I .com; @col umbia .edu; 

@who.i nt]; who.i nt @ird.fr; who.i nt; 
@un.org; @gma i I.com.@s cienceupfi rst.com @gma i I .com; 

~paho.org~@ya hoo.com @ku.edu.kw;_@di sa bilityrightspa.org; 
@ ucsf.edu @odh.ohio.gov; @ odh.oh i o .gov; 
@odh.ohio.gov; od h.oh i ogio\=@od h .o h i o.gov; 

@od h .oh i o.gov @ ph mc.org; p hmc.org~ p h mc.org; 
~-@ ph mc.org~@ ph mc.org~@ ph mc.org, 

@ hh s .gov] (HHS/ASP E) @hhs.gov]; (OS/ASPE) 
It @hhs.gov]; (HHS/ASP E) h hs.govl a I Inations.health; 

ffi @a I I nati ons.hea It" Inati ons.hea Ith 
@gma i I .com (I HS/PHX) 

i hs .gov]; (I HS/PHX) 
IIII~~@ i hs.gov] (I HS/PHX) 

@i hs.gov]; @a cnm.org; 
(CDC a cog.org) ~@ a cog.org]; @compa ss ion hea ithcare.org~heritage-communities.com; 

iffie@c pca .org; ~@ oa kgov.com~~~gma i I.com;.~.@jh.edu; 
@j hu.edu;ffl@dona a na county.org~@locuststreet.com;~@ohsu.edu; 

~@a etn a .co m; 

@i hs.gov]; 
@ i hs .gov]; 

(CDC a cog.org)~acog.org], 

hhs.gov]; 
dhsoha.state.or.us) 

@ i I linois.edu]; 
h hs.gov]; 

~~11@ca binetoffi ce.gov.0 k;■ 
@ca bi netoffi ce.gov.0 k; 

(OS/OASH) liffi~~@ h hs .gov]; 
(ACF) @a cf.hhs.gov]; 

@dhsoha.state.or.us]; 
(HHS/ASPA) 

@ a wh on n.org;~ vtc.vs c.edu; 
@i hs.gov (I HS/PHX) 

(I HS/PHX) 
(I HS/PHX) 

@pi rg.org; 
(CDC 

(OS/OASH) 

@hhs.gov]; (0S/I OS) 
(FDA/CTP) @ fd a .h h s .gov]; 

(HHS/OS/OGA) h hs .gov]; 
(OS/OGA) @h hs .gov]; 

@a ss oci a tes .hq.dhs.gov]; HQ.D HS.GOV]; 
(OS/OGA) hhs.gov]  @ h hs .gov]; 

ca bi n etoffi ce.gov.uk; hs p h .h a rva rd.edu];~@who.int~@who.int; 
@who.i nt; @who.i nt];-@phe.gov.uk; 

@ p he.gov.0 k; @phe.gov.uk; l~~@ n hs .net; 
@ su rgoventu res .org]; @surgoventures.org; 

@nhs.net; 
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(HHS/OASH) 
(OS/OASH) (CTR) 

Wsurgoventures.org; 
@surgoventures.org]; CDC i mls.gov) @i mls.gov]; (NI H/NLM) [El 

@nih.gov]; (HHS/OASH) @hhs.gov]; (OS/OASH) 
@hhs.gov]; (HHS/OASH/OSG) @hhs.gov]; 

(HHS/OASH) @hhs.gov]; 
@hhs.gov; OS/ASPR/IO) 

(HHS/ASPA) @hhs.gov]; -(HHS/OASH) @hhs.gov]; 

(OS/OASH) I hhs.gov]; 
@HHS.GOV]; 

cdcfoundation.org) 
@cdcfoundati on.org] 
@cookcountyhhs.org; 

(CDC hea I th.ny.gov ihea Ith.ny.gov]; 
[IMMIMM@hhs.gov]; (0S/ASA/PSC/FOH) 

IMIPuw.edu; uw.edu; @uw.edu; 
@ ora ngecountygov.com; @ora ngecountygov.com; 

@corhio.org;M@google.com; e,gma i I .com; 
@cookcountyhhs.org; cookcountyhhs.org; 

@cookcountyhhs.org]; @cookcountyhhs.org; 
-@cookcountyhhs.org;-@cookcountyhhs.org; @cookcountyhhs.org; . icls.org;M@ufl. edu; 

@urba n.org; @oakgov.co @gma il.com; @me.com; 
@dhsoha.state.or.us; npr.org; @ h ea I th .nyc.gov; 

7HS/HQ) @ i hs .gov]; @ h ea I th .nyc .gov; @urban.org; (CDC 
impvituity.com; 

@hhs.gov];I 
@hhs.gov]; 

@surgoventures.org; 

(HHS/ASPA) @hhs.gov]; hhs.gov; 
(HHS/ASPA) (HHS/ASPE) 

(CDC cdcfoundation.org) [ @cdcfoundation.org]; CDC 
@cdcfoundati on.org]; (CDC cdcfoundation.org) 

@wyo.gov;IMI@ a uc h.org; @outl ook.com; 
@gma i I.com; MIM@federa Ihillhouse.org; OS/OASH) 

@foh.hhs.gov]; 
@vt.edu; @uw.edu; 

@ora ngecountygov.com; 
@dhsoha .state.or.us;IM@yvfwc.org; 

cookcountyhhs.org; 
CDC cookcountyhhs.org) 

@cookcountyhhs.org; 

h ea I th.nyc.gov) h ea I th.nyc.gov] @chi Idrens.ha rvard.edu 
IJMM@gma il.com; gma il.com e, ph mc.org 

@wyo. @comcast.net; @ut .tmc 
@heaIth.nyc.gov (CDC a rka ns a s.gov) 

wustl.edu]; @j hu.edu (OS/ASPR/SIIM) 
@schsa.org; @CDPH @cdph.ca.gov] 

@cdph.ca.gov]; @cdph.ca. CDPH 

(CMS/OPO 
I HS POR (HHS/I GA) [ @hhs.gov] 

hrs a OV • a ua b.afcent.a f.mi I , .civ@mail.mil 
chi I dsc@who.i nt; (CDC ci vi cna tion.or civicnation.org] 

@stl rhc.org; hs.texa s.gov; ma il .mil; 

ma i •rni 
Subject: COVI D-19 State of Vaccination Confidence Insights Report #26 
Attachments: SoVC_report26.pdf 

oakgov.com; 
@phmc.org; 

.edu; @gma il.com• 
a r ka nsa s.gov]; 

hhs.gov]; 
CDPH 
@cdph.ca .gov]; 

CDPH @cdph.ca .gov]; @CDPH cd p h.ca .gov]; 
CDPH [ @cdph.ca.gov] 

cdph.ca .gov; @southcentra Ifoundation.com; 
@sebs.ru@cdph.ca.gov]; 

tgers.edu; 
@dhs .wi sconsi n.gov; @dhsoha.state.or.us EOP/NSC 

@nsc.eop.gov @co.wa hkiakum.wa.us; 
@modernatx.com• stl rhc.org; columbi a countyor.gov; 

icloud.com• 
CDPH 

@cdph.ca .gov]; @cdph.ca.gov; @cdph.ca .gov; 
@dhs.a rkansas.gov; @stl -ii. @i I linois.gov; 

CMS .hhs.gov] OS OASH @hhs.gov]; 
(H RSA) 

us .a f.mil; 
@wustl .edu; 

Hello partners and colleagues, 
The attached COVID-19 State of Vaccine Confidence Insights Report #26 emphasizes major themes influencing 
COVID-19 vaccine hesitancy and uptake, categorized by their level and type of threat to vaccine confidence, 
degree of spread, and directionality. By examining how Americans think and feel, social processes, and the 
practical issues around vaccination, the Insights Report seeks to identify emerging issues of misinformation, 
disinformation, and places where intervention efforts can positively impact vaccine confidence across the 
United States. You can find back-issues of the COVID-19 State of Vaccine Confidence Insights 
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Reports online. For the ways you can take action on these themes, go to the "Ways to Act" section in the 
report. 

SPECIAL UPDATE: CDC partners can now report COVID-19-related rumors directly to CDC. To report a 
rumor, go to: www.cdc.gov/report-rumors and start the subject line with: "Rumors:" In the question box, give 
as much information about the rumor as you can, such as a description of the rumor, where you heard it, and 
how many times you have heard it. 

The following link contains social media resources such as graphics, language, and social media calendars that 
our partners can use to address the issues raised in this 
report 

Email us atM@cdc.gov if you have any questions about the report, or if you are interested in support to 
address the themes in this report. 

Thank you for reading and for your continued support of this work! Below are the highlights from the most 
recent Insights Report: 

Major Themes 

Discussions of the impact of current and future variants increased with the emergence of the Omicron BA.2 
variant. 

• Given domestic decreases in case counts and news stories about maintaining congressional pandemic-
related funds in the future, some feel that the worst of the pandemic has passed. The aforementioned 
conditions, when coupled with a belief that there are high levels of immunity from vaccination, boosting, and 
prior infection in the general population, may provide justification for unvaccinated consumers to forego 
vaccination. 

• Some research suggests there is an inadequate supply of vaccines to boost eligible populations. 
However, the development and purchase of additional vaccines may be met with some resistance given 
pandemic fatigue, a popular desire to be rid of preventive measures, and decreases to both funding28 and 
public concerns about variants. 

• A recent poll reported that 76% of unvaccinated individuals said they have no intention to vaccinate. 
This percentage has remained stable for several reporting periods. In this same poll, 29% of vaccinated adults 
who have not received a booster dose said they will never get a booster dose while 45% said they would wait 
to get a booster dose. Of those that said they would wait to get a booster dose, 66% said they do not know 
how long they will wait. 

• Popular support for the repeal of federal, state, and local governments lifting all COVID-19 restrictions 
has increased to 64%, an increase of 20 percent since early February. 

Misinformation Themes 
• Asymptomatic transmission is a false narrative and mass testing is pointless. 

• Infection-induced immunity, also referred to as "natural immunity," negates the need to vaccinate 
despite SARS-CoV-2 variants. 

• Messages concerning new variants are to create fear or to maintain and reclaim power. 

• COVID-19 vaccines cause variants. 

MOLA_DEFSPROD_00001581 

Case 3:22-cv-01213-TAD-KDM   Document 71-9   Filed 08/31/22   Page 4 of 118 PageID #: 
2863



Case 3:22-cv-01213-TAD-KDM   Document 71-9   Filed 08/31/22   Page 5 of 118 PageID #: 
2864



CONFIDENTIAL 

• Several studies were released during this reporting period that presented evidence that infection with 
the virus that causes COVID-19 can impact the reproductive system of males and females. 

Misinformation themes 

• WHO said that the COVID-19 vaccines definitely cause hearing loss. 

• COVID-19 vaccines cause reproductive health problems such as miscarriages, premature birth, genetic 
disorders in fetuses, and infertility. 

• COVID-19 vaccines contain "strange life forms" and can be transcribed into human DNA. 

• COVID-19 vaccines are not vaccines but experimental gene therapy. 

• COVID-19 vaccines cause recipients to develop vaccine-induced acquired immune deficiency syndrome 
(VAIDS). 

Continuing and evolving theme that may impact vaccine confidence 

Consumers and news outlets discussed the effectiveness and availability of COVID-19 treatments. 

• Some have expressed fears about an inability to partake in the Test-to-Treat program if pharmacists 
aren't authorized to prescribe COVID therapeutics. Despite demand, there are reports that many therapeutics 
remain unused. 

• There are concerns that rural and underserved communities are less likely to receive COVID -19 
therapeutics or to have access to a health care provider. 

• Some have voiced concerns that COVID-19 vaccine and treatment disparities may worsen because the 
federal spending bill passed on March 15 did not include funding for future COVID-19 mitigation measures. 

• Some consumers are asking if they can take vitamin C and vitamin D to boost the immune system 
against COVID-19. 

National Center for Immunization and Respiratory Diseases 
U.S. Centers for Disease Control and Prevention 

Immunization Services Division 
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From: 

Sent: 6/30/2021 7:50:15 AM 
To: twitter.corn] 
Subject: RE: COVID Misinformation 

Hi — I've been tryingto enter info but I realize I've been unclear on where to enterthenn. I went to /forms and 
there is a drop down on things to submit but none of them seem relevant to misinformation. Am I in the right place? 

ales 

,ck accounts on 

rte accounts on 

Twitter myths 

r Rules 

Report any issue to get priority service 
What type of problem are you having with your Twitter account? (required) 

From: @twitter.com> 
Sent: Thursday, May 27, 2021 2:30 PM 
To: @cdc.gov> 
Cc: @reingold.com: @reingold.com>; 

@cdc.gov> 
Subject: Re: C0VID Misinformation 

\./ 

Hi al l -Mou should now be fully. When you visit the Twitter he I p center logged in with youraccount you should see 
additional reporting options. 

On Mon, May 24, 2021 at 3:14 PM @twitter.com>wrote:

Thanks for letting nne know - I've just sent a note to ourteann requesting an update. 

On Mon, May 24, 2021 at 3:06 PM 

I haven't seen anything conne through so far. 

@cdc.gov>wrote:
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From: twitter.corn> 
Sent: Monday, May 24, 2021 2:57 PM 
To: rein old.conn> 
Cc: ov>; 

ov> 
Subject: Re: COVID Misinformation 

@reingold.com>;

Hi = and I had a sidebarand I requested heraccount be enrolled. Youremail reminds me that the process should 
have been completed by now - I'l l check with on our team to make sure she's properly enrolled. 

On Mon, May 24, 2021 at 2:28 PM reingold.com>wrote:

Hi 

I hope you had a good weekend. I'm following up about the partnersupport portal enrollnnent forCDC. Does the 
Twitteraccount need to be connected to a cdc.gov email or is any account fine?Also, would there be any issues or 
complications stemmingfrom flagging COVID misinformation on the portal usingthe existing census.gov accounts 
that have access? We'l I wantto have at least some CDC accounts whitelisted, but that backup may be helpful in the 
short-term. 

Let us know any next steps we can take to make sure CDC is al l set with the portal. 

Thanks, 

Re ingold 

reingold.com 

We're on a mission. Yours. 

From: 
Sent: Tuesday, May 11, 2021 8:50 AM 
To: @twitter.com>
Subject: RE: COVID Misinformation 
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Does it need to be the CDC account or my personal? If CDC, I'm goingto have someone on staff enrol l instead of me. 

If personal is OK, it is 

From: @twi tter. co nn> 
Sent: Monday, May 10, 2021 8:51 PM 
To: 
Cc: 

Hi 

cdc. • ov> 

Subject: Re: COVID Misinformation 

old.com> 
@census.gov> cdc.gov> 

I'd be glad to enrol l you in our PartnerSupport Portal, which al lows you a special, expedited reportingflow in the 
Twitter Help Center. It worked very wel l with Census col leagues last year. 

You need a Twitteraccount (and to be logged into that account) to access the PartnerSupport Portal. What account 
(or accounts) would you like me to enroll? 

Best 

= 

On Mon, May 10, 2021 at 5:05 PM @cdc.gov>wrote:

—I don't think we have info on how to enrol l but we'd be happy to get on if you can send some info. 

Thanks. 

From: @twitter.com> 
Sent: Monday, May 10, 2021 3:02 PM 
To: cd ov> 
Cc: d.conn>; @rein old.conn>; 

@ce nsus.gov>; cdc. ov> 
Subject: Re: COVID Misinformation 

Hi 
Thanks for sharingthis - agree these are important trends to note; a quick scan shows that at least some of these 
have been previously reviewed and actioned. I wil l now ask the team to review the others. 

remind me: did you have a chance to enrol l in our PartnerSupport Portal? In the future, that's the best way to 
get a spreadsheet like this reviewed. 

Best. 
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On Mon, May 10, 2021 at 1:50 PM cdc.gov>wrote:

We wanted to point out two issues that we are seeing a great deal of nnisinfo about —vaccine shedding and 
microchips. The below are just some example posts. We do plan to post something shortly to address vaccine 
shedding and I can send that link soon. Our census teann copied here, has much more info on it if needed. 

Also, we are standing up a BOLO COVID misinformation meeting and inviting al l tech platforms. We are shooting 
for 12pm EST on Friday for our first meeting. I'l l include you on the invite but if you'd like to propose an 
alternative approach orwould like to me include others, just let me know. 

Thanks! 

Post Text Link 

hllp MAGNET STICKSTO AREA INJECTED BY THE VACCINE-ARETHE VACCINATED GETTING MICROCHIPPED?#justsayno 

The ex VP of Pfizercanne out predictingthat there will be a human depopulation of the vaccinated people in 2 
years. An even shorter lifespan afterthe booster. He believes it's eugenics. Many scientists are corroboratingthis. 

I'll be alive! 

hllix 

&Experimental vaccines! 

THE BIG QUESTION IS WHY ARE THEY LYING...GOVERNMENTS SIGNED US AWAY TO NWO..DEPOPULATION..ALSO 
EXPERIMENTS IN ALIN LAYMENSTERMS..TRYING TO TURN US INTO ROBOTS/AN DROIDS....ALSOTHEY WANT 
WORLD BANK OF OUR DNA .. VIA VAX 

hllp 

Agreed. But if the science is beingfollowed, there's an awful lot of evidence that the vax crowd are 
shedding...nnaybe the non-vaxxed are saferthis way...thoughts 

@crislerwyo 

? 

hlli

hllp COVID 'Vaccine Shedding', Evidence SARS-CoV-2Spike Protein Can 'Alter Human Genes' & VAERSTruth 

Thank Bil l Gates for wanting depopulation. That's exactly what this vaccine 4:1  is doing, and will continue to do over 
the next few years. 

hillx 

IM ALARMED BY THE AMOUNT OF WOMEN IN MY DM'S COMPLAININGABOUTABNORMAL BLEEDING AND 
MISCARRIAGESAFTER COMING IN CONTACT WITH SOMEONE WHOSE BEEN VACCINATED!!!!! 

hllp 

Wel l hundreds of women on this page say they are having bleeding/ clotting aftervaccination orthat they bleed 
oddly being AROUND vaccinated women. Unconfirmed, needs more investigation. But lots of reports. COVID-19 
Vaccine Side Effects 

hlli
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[Links to: https://www.infowars.conn/posts/vaccine-shedding-causing-miscarriages-and-blood-clots-in- hlli
unvaccinated-females/] 

So the #CDC now says that those who are "Fully Vax,nated"can "Go outside & live freely" lol.. This is a joke . 

Quick questions forthose who were experimented on I MEAN -Took the shot, what were the ingredients in it?You 

did ASK right? .. Also, do you know what SHEDDING is? 

hlli

Here is the official Pfizertrail protocols 

Conce rning shedding by the vaccinated 

Fertility ( male and female) 

contraception to be compulsorily used because shedding 

Adverse events and serious adverse events reporting 

And much more 

Dangers ore known 

https://nnedia.tghn.orannedialibrary/2020/11/C4591001_Clinical_Protocol_Nov2020_Pfizer_BioNTech.pdf 

hllix 

For those of you who have questions about Spiked Protein SHEDDING: Pfizer admits in its own nnRNA vaxx trial 
documentation that non-vaxxed people can be ENVIRONMENTALLY EXPOSEDto the shot's spike proteins by 
INHALATION or SKIN CONTACT. 

https://thennostbeautifulworld.conn/blodskin-contact-covid 

hlll

Pfizer acknowledges the existence of "SHEDDING" in their#nnRNA vaccines, and is setting up this new trial to study 
these dangers. 

(Shedding is where unvaccinated people experience serious health issues just by being nearto vaccinated people). 

https://nnedia.tghn.orannedialibrary/2020/11/C4591001_Clinical_Protocol_Nov2020_Pfizer_BioNTech.pdf#page67 

hllp 

CAUTIOF This message originated externally. Please use caution when clicking on links or openi ng attachnnents. 
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From: @fb.corn] 
Sent: 6/1/20213:01:32 PM 
To: @cdc.gov]; cdc. ov]; 

@cdc.gov]; @census.gov; 
@cdc.gov]; cdc.gov]; @reingold.com; 
l@reingold.com @reingold.com; @cdc.gov] 

Subject: Misinfo ClaimOnboarding Fol low Up 
Attachments: CDC_-How-to-report-through-Facebook-Government-Casework-Channel-1 (1).pdf; CDC-Onboarding-Deck (1).pdf 

Hi All, 

Welcome back from Memorial Day! 

Making sure everyone who has been whitelisted to our nnisinfo claims portal has al l the info they need to start 
submittingclaims. (A few helpful files attached.) 

If anyone has any specificquestions, please let us know! 

fa cebook, inc. I 
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CONFIDENTIAL 

From: 

Sent: 
To: 
CC: 

Subject: 

Hi=, 

@reingold.com] 

5/24/2021 2:28:00 PM 
@twitter.com 

@cdc.gov] 

RE: COVID Misinformation 

@cdc.gov]; @reingold.com]; 

I hope you had a good weekend. I'm following up about the partnersupport portal enroll nnent forCDC. Does the Twitter 
account need to be connected to a cdc.gov email or is any account fine?Also, would there be any issues or 
complications stemmingfrom flagging COVID misinformation on the portal usingthe existing census.gov accounts that 
have access? We'l I want to have at least some CDC accounts whitelisted, but that backup may be helpful in the short - 
te rm. 

Let us know any next steps we can take to make sure CDC is al l set with the portal. 

Thanks, 

Rein old 

reingold.com 

We're on a mission. Yours. 

From: (CDC/OD/OA DC) 
Sent: Tuesday, May 11, 2021 8:50 AM 
To:  @twitter.com>
Subject: RE: COVID Misinformation 

Does it need to be the CDC account or my personal? If CDC, I'm goingto have someone on staff enroll instead of me. 

If personal is OK, it is: 

From: twitter.com>
Sent: Monday, May 10, 2021 8:51 PM 
To: 
Cc 

Subject: Re: COVID Misinformation 

cdc. • ov> 

@census. ov>; 
rein old.conn>; 

cdc.gov>

I'd be glad to enroll you in our PartnerSupport Portal, which allows you a special, expedited reportingflow in the Twitter 
Help Center. It worked very wel l with Census colleagues last year. 
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You need a Twitteraccount (and to be logged into that account) to access the PartnerSupport Portal. What account (or 
accounts) would you like me to enroll? 

Best, 

On Mon, May 10, 2021 at 5:05 PM pcdc.gov>wrote:

M — I don't think we have info on how to enroll but we'd be happy to get on if you can send some info. 

Thanks. 

From @twitter.com>
Sent: Monday, May 10, 2021 3:02 PM 
To: gcdc. oy> 
Cc: reingol d.conn  >; re ingold.conn> 

census. ov> 
Subject: Re: COVID Misinformation 

H 

cc glc. ov> 

Thanks for sharingthis - agree these are innportant trends to note; a quick scan shows that at least some of these have 
been previously reviewed and actioned. I will now ask the team to review the others. 

remind me: did you have a chance to enrol l in our PartnerSupport Portal? In the future, that's the best way to 
get a spreadsheet like this reviewed. 

Best. 

On Mon, May 10, 2021 at 1:50 PM @cdc.gov>wrote:

We wanted to point out two issues that we are seeing a great deal of nnisinfo about —vaccine shedding and 
microchips. The below are just some example posts. We do plan to post something shortly to address vaccine 
shedding and I can send that link soon. Our census teann copied here, has much more info on it if needed. 

Also, we are standing up a BOLO COVID misinformation nneeting and i nviting al I tech platforms. We are shooting for 
12pm EST on Friday forour first meeting. I'l l include you on the invite but if you'd like to propose an alternative 
approach or would like to me include others, just let me know. 

Thanks! 
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https://media.tghn.org/medialibrary/2020/11/C4591001_Clinical_ Protocol Nov2020 Pfizer BioNTech.pdf 

For those of you who have questions about Spiked Protein SHEDDING: Pfizeradmits in its own nnRNA vaxx trial 
documentation that non-vaxxed people can be ENVIRONMENTALLY EXPOSEDto the shot's spike proteins by 
INHALATION or SKIN CONTACT. 

https://the mostbeautifulworld.com/blog/ski n-contact-covid 

https://t 

Pfizer acknowledges the existence of "SHEDDING" in their#nnRNA vaccines, and is setting up this new trial to study 
these dangers. 

(Shedding is where unvaccinated people experience serious health issues just by being nearto vaccinated people). 

https://nnedia.tghn.org/nnedialibrary/2020/11/C4591001 Clinical Protocol Nov2020 Pfizer BioNTech.pdf#page67 

https ://t 

CAUTION This message originated externally. Please use caution when clicking on links or opening attachments. 
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From: fb.com] 

Sent: 5/20/2021 12:50:01 PM 
To: cdc.gov] 
CC: fb.com] 
Subject: Re: Add a name: RE: CV19 misi nfo reporti ng cha nnel 

Attachments: CDC-On boa rding-Deck.pdf; CDC_-How-to-report-th rough-Fa cebook-Govern men t-Ca sework-Cha nnel-1.pdf 

Trying the PDF again— looks like it didn't attach. 

From: fb.com> 
Date: Thursday, May 20, 2021 at 12:49 PM 
To: cdc.gov> 
Cc: fb.com> 
Subject: Re: Add a name: RE: CV19 misinfo reporting channel 

Hi 

Attached is a PDF of our onboardingslides should you need to reviewas well as a how to guid. 

In speakingwith ourtechnical teams, we think it's best for both Census and CDC to have an emai I alias/shared inbox 
that staff have access to for reporting— so that Census can have appropriate access to Covid portal as well. 

If you have any questions about that, please do let us know! 

From: cdc.gov> 
Date: Wednesday, May 19, 2021 at 12:38 PM 

To: Ifb.com> 
Subject: Add a name: RE: CV19 misinfo reporting channel 

Please add to system access. @cdc.gov. 

From: Dfb.com> 
Sent: Wednesday, May 12, 2021 11:21 AM 
To: 
Subject: Re: CV19 misinfo reporting channel 

cdc.gov>; 

Sure can. 

cdc.gov> 

Date: Wednesday, May 12, 
To: 

Cc: 

2021 at 11:19 
fb.com>, fb.com> 

fb.com> 
Subject: RE: CV19 misinfo reporting channel 

0k, I'l l send the appt and get a zoom. Then you can add on yourfolks. 

fb.com> 
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From: pfb.conn>
Sent: Wednesday, iviay iz, LULl 11:06 AM 
To: dc. ov>, 
Cc: corn> 
Subject: Re: CV19 misinfo reporting channel 

fb.com>

IWApologies forthe bunnpy transition with ut —do you al l have a zoonngov requirennent?And if so, would you 
hold the calendar invite forthis? 0rdoes ensus. 

From: fb.com> 
Date: e nes ay, ay , at 10:51 AM 
To: cdc. ov>, 
Cc: fb.com> 

Subject: Re: CV19 misinfo reporting channel 

Great! Thankyou! 

From: 
Date: Wednesday, May 12, 2021  at 10:50 AM
To: fb.com>, I 
Cc: fb.com>
Subject: RE: CV19 misinfo reporting channel 

cdc.gov> 

fb.com> 

fb.com> 

Sorry, didn't realize you were awaiting a respond to yourexplanation. That tipne stil l works. Thanks! 

But re-looking at this list, please only include these peopleas we've had change oversince we started the chain: 

• 

• 

• 

• 

• 

• 

• 

From: corn>
Sent: Wednesday, May 12, 2021 10:19 AM 
To: cdc.gov> fb.com>
Cc: fb.com> 
Subject: Re: CV19 misinfo reporting channel 

Bunnping this calendarthread 

From: fb.com>
Date: Monday, May 10, 2021 at 4:51 PM 

To: dc. ov>, fb.com>
Cc: fb.com> 

Subject: Re: CV19 misinfo reporting channel 
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This would be for onboardingyourteams to the misinfo casework/ reporting channel 

From: cdc.gov>
Dat :04 PM  
To: fb.com>, F b.com>
Cc: fb.com> 
Subject: RE: CV19 misinfo reporting channel 

Time is good. I did ask =this embarrassing question. I had it in my head this was for Crowd Tangle. But on 
Thursday she explained it is forsonnething else. Well, I didn'twrite it down and I'm honestly not sure what this is 
for. Sorry! 

From: 
Sent: Monday, May 10, 2021 4:01 PM 
To: fb.com>; 
Cc: fb.com> 
Subject: Re: CV19 misinfo reporting channel 

fb .com>

Thanks, 
So nice to meetyou, 

Look likes Wednesday the 19th 12-1pnn option works best forour folks. 
Does that option stil l work foryourside? 

From:  fb.com>

Date: Monday, May 10, 2021 at 3:28 PM 
To: cdc.gov>, 

Cc )fb.com>
Subject: Re: CV19 misinfo reporting channel 

Hi 

cdc.gov>

just went on maternity leave. We are very excited for herand her new addition! 
As such, we didn't want you to be a surprised that 
today. 

That wil l include this one with schedulingtrainingforthe government case work project. 

Best, 

From cdc.gov>
Date: Monday, May 10, 2021 at 12:25 PM 
To: IMMI fb.com> 
Cc: P.114.111.1113.corn>, 
Subject: : isin o reporting channel 

I'm so sorry — I'm out al l day May 17 for a medical thing, can we pick anotherone? My fault! 

fb.com>

wil l pick up on the threads where was leading starting 
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From: _ fb.com>
Sent: Friday, May 7, 2021 11:27 AM 
To: cdc. ov> 
Cc: fb.com>; fb.com> 
Subject: Re: CV19 raisin o reporting channel 

Hi — Fol lowing up fronn our meetingyesterday. It looks like Monday, May 17th at 12:00pm wil l work for onboardi ng 
meeting. The overlaps with yourstandingCensus meetingyou mentioned. We wil l plan to invitethe email addresses 
below (those being onboarded). 

Please let me know if any flags on your end. 

Best, 

..Mr The. linlretel irrt nnet 

Genelle QuarlesAdrien 
Politics & Government Outreach 
e: genelleadrien@fb.com I w: facebook.com/gpa 

From 
Date: Tuesday, April 27, 2021 at 11:21 AM 

To: l ifb.com>
Cc: fb.com>, 

@cdc.goy>

Subject: RE: CV19 misinfo reporting channel 
fb.com> 

Ugh, so sorry I missed this. It looks correct but I think so might have access already, but not sure. 

From: 
Sent: Tuesday, Apri l 27, 2021 11:05 AM 
To: 
Cc: fb.com>; 
Subject: Re: CV19 misinfo reporting channel 

fb.com> 

Hi — Hope the week is off to a good start. I wanted to bump this and see if you had any edits/additions to the 
onboarding list below. 

Let us know if you have any questions. 

Best, 

From: 
Dat • 
To: 

fb.com> 

cdc.gov>
Cc: fb.com>, Ill IMMIfb.com> 
Subject: CV19 misinfo reporting channel 
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HiM- Hope the week is off to a good start. We're worki ngto get ourC0VID-19 nnisinfo channel up forCDC and 
Census colleagues. Could you kindly confirm if the below emails are correct for onboardingto the reporting channel and 
if there are others you'd like to include? 

Please let me know if you have any questions. 

Thank you! 

• 

• 

• 

• 

• 

• 

• 

• 

• 

I The. lint, irnmrim 

ov 
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From: 

Sent: 
To: 
Subject: 

5/11/2021 9:27:53 AM 

twitter.com] 

Re: COVID Misinformation 
dc.gov] 

Your account works fine. I'll proceed with processing your enrollment. 
On Tue, May 11, 2021 at 8:50 AM cdc.gov> wrote: 

Does it need to be the CDC account or my personal? If CDC, I'm going to have someone on staff enroll 
instead of me. 

If personal is OK, it is: 

From: 
Sent: Monday, May 10, 2021 8:51 PM 
To• cdc. ov> 
Cc: rein old.com›; 

census. ov>; 

twitter. com> 

Subject: Re: COVID Misinformation 

Hi 

I'd be glad to enroll you in our Partner Support Portal, which allows you a special, expedited reporting flow in 
the Twitter Help Center. It worked very well with Census colleagues last year. 

You need a Twitter account (and to be logged into that account) to access the Partner Support Portal. What 
account (or accounts) would you like me to enroll? 

Best, 

On Mon, May 10, 2021 at 5:05 PM cdc.gov> wrote: 

In - I don't think we have info on how to enroll but we'd be happy to get on if you can send some info. 

Thanks. 

From: twitter. com> 
Sent: Monday, May 10, 2021 3:02 PM 
To: I @cdc.gov> 
Cc: reingold.com>; rein old.com›; 

census. gov> ; 
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Milcdc.gov> 
Subject: Re: COVID Misinformation 

Hi 
Thanks for sharing this - agree these are important trends to note; a quick scan shows that at least some of 
these have been previously reviewed and actioned. I will now ask the team to review the others. 

remind me: did you have a chance to enroll in our Partner Support Portal? In the future, that's the best 
way to get a spreadsheet like this reviewed. 

Best. 

On Mon, May 10, 2021 at 1:50 PM pcdc.gov wrote: 

We wanted to point out two issues that we are seeing a great deal of misinfo about — vaccine shedding and 
microchips. The below are just some example posts. We do plan to post something shortly to address 
vaccine shedding and I can send that link soon. Our census team copied here, has much more info on it if 
needed. 

Also, we are standing up a BOLO COVID misinformation meeting and inviting all tech platforms. We are 
shooting for 12pm EST on Friday for our first meeting. I'll include you on the invite but if you'd like to 
propose an alternative approach or would like to me include others, just let me know. 

Thanks! 

Post Text 

MAGNET STICKS TO AREA INJECTED BY THE VACCINE- ARE THE VACCINATED GETTING 
MICRO CHIPPED? #justsayno 

The ex VP of Pfizer came out predicting that there will be a human depopulation of the vaccinated people in 2 
years. An even shorter lifespan after the booster. He believes it's eugenics. Many scientists are corroborating this. 

I'll be alive! 

®Experimental vaccines! 
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Pfizer acknowledges the existence of "SHEDDING" in their #mRNA vaccines, and is setting up this new trial to 
study these dangers. 

(Shedding is where unvaccinated people experience serious health issues just by being near to vaccinated people). 

https://media.tghn.org/medialibrary/2020/11/C4591001 Clinical Protocol Nov2020 Pfizer BioNTech.pdf#page67 
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From: 

Sent: 
To: 
Subject: 

Got it, thanks. 

(CDC/OD/OADC) 

3/31/20212:23:11 PM 
fb.com] 

RE: This week's meeting 

From: fb.com> 
Sent: Wednesday, March 31, 2021 2:18 PM 
To: 
Subject: Re: This week's meeting 

Hi 

cdc.gov> 

We are working on a proposal of how setup sharing partnership on the misinform itenns...what it would look like.... so 
we can discuss Thursday. 
Lots of team members out the last two weeks due to al l the holidays, but that isthe plan so we can discuss on the 
Thursday cal l. 

From: cdc.gov> 
Date: Wednesday, March 31, 2021 at 2:07 PM 
To: fb.com>
Subject: RE: This week's meeting 

Can you explain what you originally meant when you said this "wil l know in a few hours (I am told if we have a plan to 
present forCensus Thursday or if it needs more work)". I'm stil l a bit confused. 

But here is what Census mentioned that they would like to discuss: 

• It looks like the posts fronn last week's deck about infertility and side effects have al l been removed. Were those 
re-evaluated by the moderation team ortaken down foranother reason? 
• One of the main themes we're seeing and from the CrowdTangle report is local news coverage of deaths after 
receivingthe vaccine. What's the approach foradding labels to those stories? 
o Example: No label 
o Example: Label that links to WHO 
• Can we add the Census team to CrowdTangle? 
• How should we best engage regularly going forward on the Census/CDC reports. 

Thanks. 

From: fb.com> 
Sent: Tuesday, March 30, 2021 7:46 PM 
To:  cdc.gov>
Subject: Re: This week's meeting 

Hi 

Yes, I think good to have questions from Census so we make sure we have the right person. 
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I can ask to join again so she can be asked questions/provide more information about influencers and I have noted 
your question about removals and will tee that up as well. 

What you have below is a pretty ful I agenda so I wil l start to shape it based on what you have below. 

From: cdc.gov> 
Date: Tuesday, March 30, 2021 at 7:38 PM 
To: I fb.com>
Subject: RE: This week's meeting 

The CDC team mentioned to me that they would like to have more infofronn Ma bout what is being done on the 
amplification-side and gain a better understanding how FB is working with influencers. The team is still 
interested in more info on how you analyze the data on removals, etc. I didn't ask Census if they had 
questions...but I know they were hoping to go over the deck they had and discuss how to engage on a more 
regular basis. I'm not sure what you all are preparing for them? (that might have slipped my mind from last 
week, sorry if so). 

Thanks! 

From: fb.com>
Sent: Tuesday, March 30, 2021 3:16 PM 
To: 
Subject: Re: This week's meeting 

Hi 

cdc.gov>

Yes, I did see and wil l know in a few hours (I am told if we have a plan to present forCensus Thursday or if it needs more 
work) and it would be great to have questions that may not have been answered from yourteam on misinfo. That team 
is very busy so it's a good opportunity to did deeperon that topicand especial ly if there are areas that are stil l unclear or 
the teams have concerns about. 

I wil l stand by. 

Best, 

From: cdc.gov> 
Date: Tuesday, March 30, 2021 at 3:08 PM 
To: I fb.com>
Subject: RE: This week's meeting 

Hope al l is well too. I plan to join and listen in to the 3:30 meeting, FYI. 

I added this part in yellow to ourchain on turn.io so you probably missed it, did you have thoughts on how we can 
regularly meet with Census? I wil l also check back with others to see if they have otherQs that that were unanswered 
and get back to you. 

MOLA_DEFSPROD_00003032 

Case 3:22-cv-01213-TAD-KDM   Document 71-9   Filed 08/31/22   Page 74 of 118 PageID #: 
2933



CONFIDENTIAL 

So in follow up totoday's meeting -- besides discussingthings in more depth nextThur, am I correct that yourteam is 
goingto consider how you nnight want to engage with the CDC/Census team routinely and get back to us? I'd be fine 
with using ourexistingtinne forthis regulardiscussion if that end up working out best. I don't quite have a good vision 
yet on how it wil l work but I know you al l have experience with Census already. 

From fb.conn>
Sent: Tuesda March 30 2021 2:42 PM 
To: cdc. ov> 
Subject: is wee s meeting 

Hi 

Hope al l is well...as it can be. At leastSpring is making an appearance. 
I wanted to surface any nnisinfo questions yourteann may have forthe team that I had briefing last tinne. They are 
available to attend again, but also want to make sure we are answering any of your teann's questions. 

Best, 

FACEBOOK 
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From: 

Sent: 
To: 
CC: 
Subject: 

googl e.com] 

9/29/2021 12:56:30 PM 
hhs.gov]; 

google.com] 
YouTube Vaccine Pol icy Announcement 

gma i I .com 

Good Afternoon -
I'm writing to share an update we recently made to YouTube's policies pertaining to vaccine-related 
misinformation. 

Today we have a COVID-19 Vaccine misinfo policy which allows us to remove a limited list of verified 
false claims about COVID-19 vaccines. 

We just announced that we will be introducing a new policy that prohibits content that includes 
harmful misinformation about the safety, efficacy, or ingredients for currently administered vaccines 
that are approved and confirmed to be safe and effective by local health authorities and by the World 
Health Organization (WHO). 

You can learn more about the announcement we made here and a detailed overview of our policy in 
our help center here.

Please let me know if you have any questions. 

illegards, 
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From: a fb.com] 

Sent: 5/4/2022 3:48:11 PM 
To: cisa.dhs.gov] 

CC: @cisa.dhs.gov] cisa.dhs.gov]; 
@fb.com];  @cisa.dhs.gov]; 

@cisa.dhs.gov]; @cisa.dhs.gov]; @fb.com]. 
fb.com] 

Subject: Re: Account Security 

HelloTeamCISA! 

Hope you are al l well. 

In our conversation a few weeks ago, you mentioned that yourteann could potentially help connect us with local 
election offices. Is this somethingyou are stil l able to help with?Additionally, we can provide a trainingforthenn on 
account security best practices if you think that could be helpful. 

And as always, if there is anythingwe can doto be helpful in the meantime, please let us know! 

hanks 

From: @cisa.dhs.gov> 
Date: Wednesday, April 27, 2022 at 12:37 PM 

To: fb.com> fb.com> 
Cc: @cisa.dhs.gov>, 

@cisa.dhs.gov> @fb.com>, 
@fb.com>,  

<M Ml@cisa.dhs.gov>, 
< @cisa.dhs.gov> 
Subject: Re: Account Security 

Perfectthankyou so much! 

@fb.com>, @fb.com>, 

@cisa.dhs.gov>, 

IE The linked 
image 
cannot be 
displayed. 
The file may 
have been 
mnsiarl re 

From @fb.com> 
Sent: Wednesday, April27, 2022 11:15:25 AM 
To: @cisa.dhs.gov>; Pfb. co nn> 
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@fb.com> 
@cisa.dhs.gov>; 

Subject: Re: Account Security 

cisa.dhs.gov> 
@fb.com> @fb.com>; 

@fb.com>; 
cisa.• s.gov> 

@cisa.dhs.gov>; 

cisa.dhs.gov>; 

Got it —and no problem! I had ourteam design nnyennail directlyinto the docunnent (newversion attached here) so 
everything is al l in one place foryou. 

Best, 

Meta 

From: IPcisa.dhs.gov> 

Date: Wednesday, April 20, 2022 at 12:45 PM 

To: @fb.com>, • fb.com> 
Cc: pcisa.dhs.gov>, 

@cisa.dhs.gov> 
fb.com>, @fb.com>,  @fb.com>, 

@cisa.dhs.goy>, @cisa.dhs.goy>,
@cisa.dhs.gov> 

Subject: RE: Account Security 

Hi EThat could work, though we'd also welcome that as part of the document. Given we have a broaderteam that 
doestrainings etc, it might be helpful forthat info to be included in the doc. Though I understand there may be concerns 
with this approach. 

Wil l take yoursteer, let me know what you think. 

@fb.com>, 

From @fb.com> 
Sent: Monday, April 18, 2022 5:30 PM 
To: @fb.com>; 
Cc: @cisa.dhs.gov>; @cisa.dhs.gov>; 

@fb.com> 
fb.com>; fb.conn>. 

.com>; cisa.dhs.gov> 
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@cisa.dhs.gov>; 
Subject: Re: Account Security 

Thank= 

Pcisa.dhs.gov> 

Would it work to just provide nnyennail when you share out this one pager, and let them know if they need anything (like 
a page verification) or have any content they want to escalate for review, theycan reach out to me and I can get them to 
the right person to help? 

Best, 

OQI Meta 

From: @fb.com> 

Date: Monday, April 18, 2022 at 11:50 AM 
To cisa.dhs.gov> 
Cc: @cisa.dhs.gov>, 

cisa.dhs.gov>, @fb.com>, 
@fb.com>, @fb.com>, @fb.com>, 
fb.com> @cisa.dhs.goy>, @cisa.dhs.goy>, 

@cisa.dhs.gov> 
Subject: Re: Account Security 

Great! Many thank for the quick reply & feedback. 

M —who is cc'd on our team wil l loop in others from her team 

Happy to move some of your col leagues to BCC as needed/defer to you to do that a sMa nd her team work out the details. 

Sent from my iPhone 

On Apr 18, 2022, at 10:54 AM 

Thanks so much forsending=! 

@ci sa.d hs.gov> wrote: 

This looks great— the only thi ng I'd recommend adding is any steps forflagging or escalating MDM content, if possible. I 
think then that would make this a comprehensive product on both of the critical needs forofficials —account security 
and MDM concerns. We discussed this a bit in our in-person nneetingtwo weeks ago. Let me know if that's doable. 

Thank you! 
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From  b. conn> 
Sent: Friday, April 15, 2022 9:01 AM 
To: @cisa.dhs.gov>; 

@cisa.dhs.gov> 
Cc: fb.conn>; 

@fb.com>; 
Subject: Account Security 

.com>; 

fb.conn>; 
fb.com> 

@cisa.dhs.gov>; 

CAUTION: This emai l originated from outside of DHS. DO NOT cl ick l inks or open attachments unless you recognize and/or trust the 
sender. Contact your component SOC with questions or concerns. 

Good Morning! 

As discussed during our meeting last week, I wanted to share our account security docthat we've been working on. 

We would be grateful forany feedback and would be happy to set up a cal l to discuss. I am includin who 
you met during our meeting & are helping implement these procedures with key stakeholders. Also, o e p 
schedule a cal l to discuss, if helpful. 

Many thanks for your col laboration & best fora great weekend! 
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From: 
Sent: 
To: 
CC: 

Subject: 

Wtwitter.com] 
12/1/2020 7:42:23 PM 

l i cisa.dhs.gov] 
tWitter.com], @twitter.com]; CFITF [cfitf@hq.dhs.gov]; 

Misinformation Reports [misinformation@cisecurity.org] 
Re: FW: CIS-MIS000225 -al legations of Dominion ha rdware/softwa refraud in Gwinnett County, GA 

CAUTION: This emai l originated from outside of DHS. DO NOT cl ick l inks or open attachments unless you recognize and/or trust the 

sender. Contact your component  SOC with questions or concerns. 

I Ii 

We have labeled the Tweet and are taking steps to limit trending on this. 

On Tue, Dec 1, 2020 at 4:40 PM dhs. go v> wrote: 

He 

Hope you both had a restful Thanksgiving weekend. Please see the below report from GA. 

Regards, 

The Cybersecurity and Infrastructure Security Agency (CISA) of the U.S. Department of Homeland Security 
(DHS) is not the originator of this information. CISA is forwarding this information, unedited, from its 
originating source — this information has not been originated or generated by CISA . This information may also 
be shared with law enforcement or intelligence agencies. 

CISA affirms that it neither has nor seeks the ability to remove or edit what information is made available on 
social media platforms. CISA makes no recommendations about how the information it is sharing should be 
handled or used by social media companies. Additionally, CISA will not take any action, favorable or 
unfavorable, toward social media companies based on decisions about how or whether to use this 
information. 

In the event that CISA follows up to request further information, such a request is not a requirement or 
demand. Responding to this request is voluntary and CISA will not take any action, favorable or unfavorable, 
based on decisions about whether or not to respond to this follow -up request for information. 

From: Misinformation Reports <misinformation cisecurity. org> 
Sent: Tuesday, December 1, 2020 4:38 PM 
To: gcisa. dhs. go v›; CIS A C entral <  central@ cisa. dhs. go v> ; CFITF 
<cfitkcp,hq. dhs. go v> ; tip sCcp,2020partners hip. atlas sian. net; Misinformation Reports 

<misinformation@cisecurity. org> 
Subject: CIS-MIS000225 - allegations of Dominion hardware/software fraud in Gwinnett County, GA 
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CAUTION: This email originated from outside of DHS. DO NOT click links or open attachments unless you recognize and/ortrust 
the sender. Contact your component SOC with questions or concerns. 

=and EIP - misinformation Tweet related to Dominion hardware/s.oftware in Gwinnett County, GA. 

A Gwinnett County election official confirmed the misinformation. 

https://twitter.com/ 

<- Thread 

status/1333641704839147520 

Watch a Dominion Representative at Gwinnett County 
Election Central, responsible for tabulating ballots and 
certifying results, download data to a USB from the 
Election Management Server, plug it into a laptop, 
manipulate the data, then palm the USB. 

Dominion Fraud (2 of 2 
From 
L9 yonill. 

12:18 AM • Dec 1, 2020 • Twitter Web App 

25.3K Retweets 4.1K Quote Tweets 37.8K Likes 

From: 
Sent: Tuesc December 1, 2020 4:19 PM 
To

, 
,gwinnettcounty.com; gwinnettcounty. com>; 

winnettcount .com-> 
Cc: >.; Misinformation Reports <misinformation@cisecurity.org>
Subject: RE: Possible Gwinnett Election Misinformation 

Thank you 

Thanks, 

From: 

We will report this tweet to Twitter along with your explanation. We will keep you posted. 

gwinnettcounty.com < 
Sent: Tuesda , December 1, 2020 4:13 PM 
To: ,gwinnettcounty.com>,

innettcount .com> 

@gwinnettcounty.com>

cisecurity.org>,
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Cc: cisecurity.org>; Misinformation Reports <misinformation@cisecurity.org>
Subject: RE: Possible Gwinnett Election Misinformation 

Good Afternoon 

To clarify, the USB drive was not inserted into a scanner, the scanners are connected to server through cables. 

The images and video show a Dominion tech producing a data report on the server and saving the report to a 
Dominion USB thumb drive and then using a laptop to filter requested information. The Dominion servers are 
not equipped with Excel and counties are not authorized to install any hardware or software on these systems 

Gwinnett 

From: ggwinnettcounty.com>
Sent: uesday, December 1, 2020 3:51 PM 

@ gwinnettcounty. com> 
Cc: ,cisecurity.org>; Misinformation Reports <misinformation@cisecurity.org>; 

Agwinnettcounty.com> 
Subject: RE: Possible Gwinnett Election Misinformation 

H 

Unfortunately, I'm out of the office today. I've copied 
email. Earlier today he shared some information with our 
you in order to help. 

Thanks, 

on this 
a e can now s are with 
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Sent via the Samsung Galaxy, an AT&T 4G LTE smartphone 

  Original message  --

From: @cisecurity. org> 

Date: 12/1/20 3:20 PM (GMT-05:00) 

,gwinnettcounty.com> 
1:  @@gwinnettcounty.com>

Cc: "&,cisecurity.org>, Misinformation Reports <misinformation@cisecurity.org>

Subject: Possible Gwinnett Election Misinformation 

L CAUTION: This email originated from outside of Gwinnett County Government. Maintain caution when 
opening links, attachments, or responding. When in doubt, contact phishing@gwinnettcounty.com. 

Hi 

The EI-ISAC, and our partners at the Election Integrity Partnership (EIP), are tracking a social media post that 
is gaining traction very quickly. It is likely a misunderstanding but is being portrayed on social media as some 
sort of nefarious act. If you can clarify for us what is being shown (if it even happened), we can work with the 
social media platforms to try and have the posts removed as misinformation. Please let us know as soon as 
possible. 

URLs 

https://twitter.con

Thanks, 

tatus/1333641704839147520 
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From: 
Sent: 
To: 
CC: 

Subject: 

Zfb.com] 
10/28/2020 11:46:36 AM 

cisecurity.org] 
cisecurity.org]; fb.com]; 

@cisa.dhs.gov]; @fb.com]; fb.com] 
Re: Fa cebook/CIS Meeting 

CAUTION: This emai l originated from outside of DHS. DO NOT cl ick l inks or open attachments unless you recognize and/or trust the 
sender. Contact your component SOC with questions or concerns. 

Works forme -talk then! 

Sent from my iPhone 

On Oct 28, 2020, at 11:18 AM, @cisecurity.org>wrote: 

Sorry I missed this. Can we talk at 12 ET? We can cal l you on the• number. 

From fb.com> 
Sent: Wednesda , October 28, 2020 10:41 AM 
To: cisecurity.org> 
Cc: cisecu rity.org>; 

a sa.dhs.gov>; 
Subject: Re: Facebook/CIS Meeting 

@fb.com> 
@fb.com>; @fb.com> 

Thanks for following up!Tried to gives a cal l yesterday but know things are crazy. Feel free to cal l me at 
(I'm around forthe next 20 min if you happen to be free now!) 

Sent from my iPhone 

On Oct 28, 2020, at 9:54 AM, 

Hi,M Just checking back on this. 

Thanks! 

From: @cisecurity.org>

Date: Monday, October 26, 2020 at 6:13 PM 
To: 3.wrn>, 

@fb.com>
Cc 

pcisecurity.org>wrote: 

@cisecurity.org>, 

@fb.com>,
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a~fb.com> 
Subject: Re: Facebook/C IS Meeting 

Sorry, I could have been much clearer! 

Let us propose an approach that balances minimal touchpoints with the election official whilegettingtothe official 
directly when it's necessary: 
1) CIS gets a misinformation report 
2) When that report involves fb, CISforwards it tothe regional, copying CISA 
3) If fb needs more info, fb makes that request of CIS 
4) If CIS has that info, we provide it back to fb. If not, or you need a statement di rectly fronn them, we loop fb in 
with the official. 

The goal for us is to make sure we're gettingyou everythingwe need from the authoritative source in our initial report. 
So, again, if there have been deficiencies in our reporting, let us know the details of those issues. I think the flow above 
wil l also help us get to that goal. 

Overthe next 8+ days we are in nearconstant contact with many of these officials and we have touchpoints with them 
outside email, so even when we don't have the info itwil I often be fasterfor us to get it foryou. 

I completely understand that from your perspective this is adding an unnecessary step, but it became clearfrom our 
members today that there is a very real need forCISto help manage contacts with the many platforms. 

Thanks yet again, 

From: fb.com>
Dat : Monda October 26 2020 at 4:17 PM 
To: cisecurit .or >, 

fb.com> 

@fb.com> 
Subject: Re: Facebook/CIS Meeting 

cisa.dhs. oy>, 

pcisecurity.org>, 

IPfb.com>,

Thanks —just to make sure I understand, does this mean that you are not comfortable looping us directly in with 
the reporting authority? 

<image001.gif> 

fb com 
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From: acisecurity.org>
Date: Monday, October 26, 2020 at 3:58 PM 
To: • fb.com>, 

@fb.com> 
@cisa.dhs. ov>, 

fb.com> 
Subject: Re: Facebook/CIS Meeting 

Thanks,. 

acisecurity.org>, 

@fb.com>, 

We appreciate the cal l today. We think a direct line from CIS to Fb's regionals will be much more efficient foreveryone 
and CISA is agreeable to that approach. 

Aftertalkingwith some of our members, we don't believe it is reasonableto I eave CIS out of the loop for any part of the 
misinformation efforts. They wereadannant that the one of the critical roles forCIS in this process is to brokerthe 
interactions and take work off of theirvery, very ful I plates. They expressed that excluding CIS fronn the process would 
make theirjobs more difficult, take up more of theirtinne, and weaken ourefforts to ensure a fairelection. They also felt 
that if there is information they did not feel connfortablesharingwith CIS (orany other party) overe mail, it is their 
responsibility to remove that party from the email. 

Our focus is on making life easierforthem, not forourselves oranyone else. We need to make that the priority. We urge 
you work directly through us and allow us to brokerany additional information gatheringfrom our members. 

This will help us serve them best and wil l avoid the scenario where representatives from facebook, twitter, nextdoor, 
snap, tiktok, and others are al l reaching out to them, potential ly about a single report that they submitted to us, likely 
requesti ngthe same orsi nnilar information. 

To hasten action on misinformation, we believe it's best if Fb provides CIS with specificfeedback on what you've found 
lacking in submissions so we can ensure that we have that information before we send it on to you. That wil l help your 
efforts as well as cross-platform efforts. 

I'd be remiss to not mention that our members felt strongly about the importance of accountability in this process. With 
the extraordinary pace our members are carrying right now, CIS is in a better position to track which platforms have 
responded and how. It's in the nation's interest that we have an understanding of how various platforms are managing 
and respondingto reports of misinformation submitted by authoritative sources. This is another role that CIS plays and 
one that our members have expressed is of utmost importance forthis election and beyond. 

I hope this is al l agreeable to you. We're happy to have a follow up cal l if you'd like. 

Thanks again, 

From: @fb.com> 
Date: Monday, October 26, 2020 at 12:57 PM 

To: • cisecurity.org>, 
Cc: @cisa.dhs.gov>, 

cisecurity.org>, @fb.com> 
Subject: Re: Facebook/CIS Meeting 

fb.com> 
fb.com>
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Hi 

Thanks for taking the tinne to meet with us this morning! I'm attaching nnyteann's regional divideto this ennail, and look 
forward to connecting latertoday afteryou've had a chance to connect with some of your stakeholders. 

Best, 

<ima e002. if> 

fb com 

From acisecurity.org>
Date: Friday, October 23, 2020 at 6:09 PM 

To: • fb.com> 
Cc: @cisa.dhs.gov>, 

@fb.com>, • cisecurity.org>, 
Subject: RE: Facebook/CIS Meeting 

That's great. I just accepted. 

From: fb.com>
Sent: Friday, October 23, 2020 5:27 PM 
To: cisecurity.org>
Cc: @cisa.dhs.gov>; 

@ •. co nn  >; @cisecurity.org>;
Subject: RE: Facebook/CIS Meeting 

Hi Aaron—

@fb.conn>, 

fb.com>, 

@fb.com> 

fb.com> 
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How about 11a ET on Monday, October 26? 
I've sent overa calendar hold with the belowdial-in detailsforthe call. 

Best, 

WAYS TO JOIN 

Computeror Mobile 

Face book Meeting Room and Portal: 
Use the touch panel in your roonn or Portal to enterthe join code 

Telephone: 
Dial in 
or 
Dial an alternative numberfrom 

From: ' cisecurit .or:> 
Sent: Friday, October 23, 2020 1:18 PM 
To: fb.conn> 
Cc: cisa.dhs. ov>; fb.conn>;

fb . co nn >; cisecurity.org>; fb.conn> 
Subject: RE: Facebook/CIS Meeting 

Sounds good. We are flexible on Monday outside of 12:30-2p ET. Let us know what ti mes work for you. 

Thanks, 

From: afb.conn>
Sent: Friday, October 23, 2020 1:13 PM 
To: a cisecurit 
Cc: 

or:> 
ov>; flciconn>; 

o.conn>; @ci se cu rity. o rg>; 
Subject: Re: Facebook/CIS Meeting 

Sorry —just getti ng to this. 

My schedule has blown up a bit today so may need to punt until Monday. 

to help schedule and provide dial in. 

@fb.com> 
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Many thanks, al l! 

Sent from my iPhone 

On Oct 23, 2020, at 12:01 PM, 

= 

Adding 

Thanks, 

From: 

@cisecurity.org>wrote:

on my side. We are free between 1-3pm ET today. How is 1pm ET for everyone? 

@fb.com>
Sent: Frida , October 23, 2020 10:04 AM 
To: cisa.dhs.gov>;
Cc: fb.conn>;
Subject: Re: Facebook/CIS Meeting 

fb.conn> 
secu rity.org> 

Many thanks,M. 

who leads ouroutreach to State Election Officials ancl=to help schedule. 

Let us know if you have some time latertoday or an afternoon early next week to discuss some refinements to the 
reporting structure. 

Many thanks, 
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Sent from my iPhone 

On Oct 23, 2020, at 9:51 AM, @cisa.dhs.gov>wrote:

I've spoken with at CIS about gettingtogetherfor a cal l to discuss reporting and he's open to havingthe 
conversation. I have cc'd him here to facilitate you al l finding a time that works. Feel free to invite me (or not) if I can 
be helpful. 

Regards, 

Countering Foreign Influence Task Force 
DHS/CISA/NRMC 

acisa.dhs.gov 

This message and attachments may contain confidential information. If it appears that this message was sent to you by 
mistake, any retention, dissemination, distribution or copyi ng of this message and attachments is strictly prohibited. 
Please notify the senderinnnnediately and permanently delete the message and any attach ments. 

This message and attachments may contain confidential information. If it appears that this message was sent to you by 
mistake, any retention, dissemination, distribution or copyi ng of this message and attachments is strictly pro hi bited. 
Please notify the senderinnnnediately and permanently delete the message and any attachments. 

This message and attachments may contain confidential information. If it appears that this message was sent to you by 
mistake, any retention, dissemination, distribution or copying of this message and attachments is strictly prohibited. 
Please notify the senderinnnnediately and permanently delete the message and any attachments. 
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From:  pcisecurity.org] 
Sent: 10/7/2020 3:33:22 PM 
To: @twitter.com] 
CC: cisa.dhs.gov]; 

twitter.com 
Subject: RE: EI-ISAC & Other 

@cisa.dhs.gov]; 

CAUTION: This emai l originated from outside of DHS. DO NOT cl ick l inks or open attachments unless you recognize and/or trust the 

sender. Contact your component  SOC with questions or concerns. ] 

It has not, goes out end of day. We will pull the link. 

I-ISAC 
cisecurit .or 

24x7 Security Operations Center 
acisecurity.org 

MS-ISAC Elections 
mut, st..: I n " ras 'rut lure 
Sharing & Analysis Caviler' IS V 

0 0 0 0 
Measure the maturity of your 

kc..,-IrsivEctimirtr ow , cybersecurity program. 
Regi5terlortheNCSR today! 

From: @twitte r.conn> 
Sent: Wednesday, October 7, 2020 12:37 PM 
To: cisecurity.org> 
Cc: 

twitter.conn 
Subject: Re: EI-ISAC & Other 

cisa.dhs.gov>; @cisa.dhs.gov>; 

Hi. has the EI-ISAC notice gone out yet? We are not reaching critical mass so we are likely to postpone. (It 
is almost like these guys are administering an election out there!) If the note hasn't gone out, please pull the info 
about tomorrow's training. But feel free to leave in the information about PSP -- that work is ongoing. If it has 
gone out, we will just notify any folks who register ourselves. 

Thanks so much! 

On Tue, Oct 6, 2020 at 11:06 AM 

Hi 

cisecurity. org> wrote: 
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Yes, we keep events in our distribution until they happen so it will go out with our next product tomorrow 
afternoon. 

EI-ISAC 

@cisecurity.org

24x7 Security Operations Center 

W cisecurity.orq 

MS-ISAC* Elections 
Multi State Information A Infrastructure 
Sharing & Analysis Center • I \ 

0 0 0 0 

From: 
Sent: Monday, October 5, 2020 3:55 PM 
To: cisecurity.org> 

cisa.dhs.gov> 
Cc: twitter.com 
Subject: Re: EI-ISAC& Other 

ensure the maturity of your 

two cyhersecurity program. 
Regi€ter for the NUR today! 

Ptwitter.conn> 

cisa.dhs.gov>; 

Hi is it possible to send out the invitation to the training for state and locals again? Our RSVPs are 
essentially non-existent. 

State and Local Election Officials: Please join Twitter on Thursday, October 8 from 3:30 - 4:30 pm EST for a 
training on creative and effective content strategies on Twitter in advance of the U.S. Election. You will hear 
the latest on product updates, best practices, and strategy for creating engaging content! Time for Q&A will be 
reserved at the end. RSVP here: https://trainingforuselectionpartners.splashthat.com/ 

On Thu, Oct 1, 2020 at 11:06 AM ,twitter.com> wrote: 

Thank you so much for sending it out. The WTwitter.com still absolutely works! 

On Thu, Oct 1, 2020 at 10:52 AM 

Hi 

cisecurity. org> wrote: 

MOLA_DEFSPROD_00009614 

Case 3:22-cv-01213-TAD-KDM   Document 71-9   Filed 08/31/22   Page 95 of 118 PageID #: 
2954



CONFIDENTIAL 

Hopefully you've gotten some signups. I just learned a one pager another part of CIS shared with the 
community included the older twitter.com email. We'll be updating going forward to the PSP address 
but do we need to go back to o cs that have that to correct or will that still work? 

I-ISAC 

cisecurit .or 

24x7 Security Operations Center 

W cisecurity.org - 

cg- MS-ISAC* ‘A- Elections 
' Ite Information Infrastructure 

Anafrus Center' SA( 

000 0 
Malicious Domain Making and Reporting (MDBR) sway

10Prevent IT systems from connecting 
to harmful web domains at no cost

From twitter.conn>
Sent: Tuesday, Se pte nnbe r 29, 2020 4:23 PM 
To: cisecurit .or > 
Cc: 

Subject: Re: EI-ISAC & Other 

■ -- apologies for the typo -- RSVP is in the first paragraph twice. Thank you in advance for fixing my 
hasty mistake :) 

On Tue, Sep 29, 2020 at 4:17 PM twitter.com> wrote: 

Hi are you able to add these two updates to your weekly news alert that is distributed to state and local 
election officials? Thank you! 

(1) State and Local Election Officials: Please join Twitter on Thursday, October 8 from 3:30 - 4:30 pm EST 
for a training on creative and effective content strategies on Twitter in advance of the U.S. Election. You 
will hear the latest on product updates, best practices, and strategy for creating engaging content! Time for 
Q&A will be reserved at the end. RSVP here: RSVP link 
here: https://trainingforuselectionpartners. sp las hthat. cod 
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(2) We are onboarding state and local election officials onto Twitter's Partner Support Portal. The Partner 
Support Portal is a dedicated way for critical stakeholders -- like you -- to flag concerns directly to Twitter. 
These concerns can include technical issues with your account and content on the platform that may violate 
our policies. Email PSPOnboarding@Twitter.com to enroll. 

And please note the URL name -- it sometimes prompts an erroneous autocorrect. Please let me know if you 
have any questions! 

Thank you, 

On Thu, Sep 17, 2020 at 1:22 PM cisecurity.org> wrote: 

Please forgive for the delayed response. Typically, with private sector partners we would feature 
new initiatives in our weekly news alert (Wednesday afternoons) with a one paragraph summary. 
We typically link to some sort of public reporting, whether you have a release on PSP or a page 
where you've been directing sign-ups that we can point folks to. With regards to the training, we 
have an "upcoming events" section in the same product that we can include links for 
signup/webinar location or an email to contact. 

Let me know, 

Best, 

I-ISA C 

cisecurit .or 

24x7 Security Operations Center 

M cisecurity.org 

MS-ISAC •A- Elections 
*4 Infrastructure 

Sharing & Anahsti, Center' 'SAC 

0 0 0 0 
Malicious Domain Blocking and Reporting (MDBR) 

SIGN 

Prevent IT systems from connecting UP FON

to harmful web domains at no cost  

MOLA_DEFSPROD_00009616 

Case 3:22-cv-01213-TAD-KDM   Document 71-9   Filed 08/31/22   Page 97 of 118 PageID #: 
2956



CONFIDENTIAL 

From: 
Sent: Wednesday,September 2, 2020 3:33 PM 
To: twitter. co m> ; cisa.dhs. _ov> 
Cc: twitter.com>; ov>, 

*.=. cisa.dhs. gc7>; &",cisecurity.org>
Subject: RE: EI-ISAC & Other 

cisa.dhs. gov> 

I have cc'd the EI-ISAC on this email. 

Also, if you have items that we can share through our channels we are happy to take a look. 

Department of Homeland Security 

Cybersecurity & Infrastructure Security Agency (CISA) 

Ahq.dhs.gov

From: ci twitter.com> 
Sent: Wednesday, September 2, 2020 3:06 PM 
To: _,cisa.dhs.gov›; 

s. gov> 
Cc: twitter. co m> 
Subject: EI-ISAC & Other 

Long lost friends, how are you? Hope you got in a few quick breaks this August. 

Do you have contact information for the team at the EI-ISAC? We want to send a message to state and 
local election officials inviting them: (1) to be onboarded to the Partner Support Portal (previously this was 
reserved only for state-level; we are now expanding for locals) and (2) a training for best-practices on 
creating credible and engaging content. 
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Any other issues we should be connecting on? 

Thanks, 

This message and attachments may contain confidential information. If it appears that this message was 
sent to you by mistake, any retention, dissemination, distribution or copying of this message and 
attachments is strictly prohibited. Please notify the sender immediately and permanently delete the 
message and any attachments. 

This message and attachments may contain confidential information. If it appears that this message was sent 
to you by mistake, any retention, dissemination, distribution or copying of this message and attachments is 
strictly prohibited. Please notify the sender immediately and pelinanently delete the message and any 
attachments. 

This message and attachments may contain confidential information. If it appears that this message was sent to 
you by mistake, any retention, dissemination, distribution or copying of this message and attachments is 
strictly prohibited. Please notify the sender immediately and peunanently delete the message and any 
attachments. 

This message and attachments may contain confidential information. If it appears that this message was sent to 
you by mistake, any retention, dissemination, distribution or copying of this message and attachments is strictly 
prohibited. Please notify the sender immediately and permanently delete the message and any attachments. 
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From: 
Sent: 8/3/2020 1:30:05 PM 

fb.com] 

• 

@ 
fb.com] 

cisecurity.org] 

fb.com]; 
fb.com];

cisa.dhs.gov] sso.org]; 

To: • cisecurity.org]; 

nased.org] 
CC: 

cisa.dhs.gov]; cisa.dhs.gov]; 
cisecurity.org] cisecurity.org] 

Subject: RE: Cal l with CIS/NASS/NASED and Facebook, RE: Social Media Misinformation Reporting Portal 

cisa.dhs.gov] 

cisecurity.org] 

Hello -- Very much appreciate the follow up. I believe • has been in touch and provided some initial 
feedback already on the portal -- thank you for being open to the input. 

As for further integrating the portal into Facebook at this time, the consensus view is that it would be premature 
right now given ongoing feedback on the portal and other open questions, especially with less than 100 days 
until the US2020 election. This is also in light of our significant investment, attention, and commitment to our 
state and local partners, as well as our collaboration within industry and with our government stakeholders to 
make sure existing systems and processes are honed, ready, and up to par. 

Also, for fuller transparency, we shared with members of our legal team the draft terms of service, and there 
are concerns (echoed on the policy side), about definitions and controls about who has access to "case 
information," which remains undefined, so that is at least one area that would need further clarification and 
certainty, among others, to which our prior questions have alluded. 

We also remain unclear on how many states have been onboarded to the portal, what the training and 
technical assistance plan is for onboarded users, and how quality assurance of onboarded users and how they 
would be using the portal and what they would be surfacing would be validated, monitored, and maintained. 

We are happy to continue to provide feedback and explore ways to improve the portal, and are grateful for the 
opportunity to engage. 

From: ci se cu rity.org> 
Sent: Sunday, July 26, 2020 3:02 PM 
To: fb.com>; 

fb.conn>; fb.com>; 
fb.com>; @cisa.dhs.gov>; 

sso.org>; @nased.org> 
Cc: @hq.dhs.gov>; 

cisa.dhs.gov; cisa.dhs.gov; cisecurity.org>;
cisecurity.org>; cisecurity.org> 

Subject: RE: Cal l with CIS/NASS/NASED and Facebook, RE: Social Media Misinformation Reporting Portal 

cisecurity.org>; 
fb.com>; 

sso.org>; 

Thanks for your note. I am attaching an updated version of the Terms of Use for the Portal. Users wil l be required to 
agree to these terms upon access to the portal. This document, coupled with the recognition that the users (partners)of 
the Misinformation Reporting Portal are elected or appoi nted officials with formal election responsibilities should 
provide Facebook with clarity with regard to vetting of users and the processes used to help ensure that mis- and 
disinformation reports submitted to Facebook are valid. In fact, the Portal wil l clearly strengthen the current processes 
used to report information to Facebook. 
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I have approveMaccount and reached out to herto engage directly on questions and feedback. 

Finally, I request confirmation that Facebook will provide the minimal engagement needed to validate the Portal's email 
interface to Facebook and the identification of the appropriate point of contact in Facebookforthis effort. As previously 
noted, we have designed the Portal to Facebook interface to match exactly the current interface used by elections 
officials. We anticipate that we can validate this interfacewith you very quickly. At the extreme, the validation will not 
take more that 2-3 hours total time (perhaps in a couple of short sessions). 

Our elections hearing in the House was delayed until August 4th due to Rep.John Lewis's death. Based on discussions 
with staff, we expect that there may be questions on what we are doingto help elections officials better manage 
misinformation on social media. Yourtinnely support to validatingthe Portal interface will enable us to provide positive 
responses in this area. 

Please let me know if you have any questions. 

Thanks, 

cisecun y.orq 

CIS. Center for Internet Security' 

0 00 0 
From: @fb.com>
Sent: Thursday, July 23, 2020 6:42 PM 
To: secu rity.org>; @cisecurit >; 

fb.com>; 
@cisa.dhs.gov>; 

nased.org> 
d hs.gov>; 

cisa.dhs.gov; cisecurity.org>; 
cisecurity.org>; ci secu rity.org> 

Subject: RE: Cal l with CIS/NASS/NASED and Facebook, RE: Social Media Misinformation Reporting Portal 

Thanks so much,= We are grateful to share the same goal of securing US2020 as best as possible. 

Regarding the efforts to ensure compliance with the portal's terms of service, can you share how compliance 
by the vetted/onboarded partners will be monitored and maintained and what quality assurance will be in place 
to make sure that onboarded partners surface content appropriately, along with the ongoing training and 
technical asisstance plan for any onboarded partners? And can you share how many states (and which ones) 
have already been onboarded? 
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My colleague= would be happy to test the portal and provide feedback, and other teams, such as our legal 
teams, would need time to review and assess. What would be the best way to relay feedback that is helpful on 
your end? 

From: @cisecurity.org>
Sent: Tuesday, July 21, 2020 5:45 PM 
To: fb.conn> cisecurity.org>;

@fb.com>; 
sso.org>; 

d hs.gov>; 
sa.dhs.gov; cisecurity.org>; 

cisecurity.org>; cisecurity.org> 
Subject: RE: Cal l with CIS/NASS/NASED and Facebook, RE: Social Media Misinformation Reporting Portal 

We are clearly in agreement that the short window before the General Election requires that we focus on the highest 
priority work efforts. Given the strong indications thatthere will be a significant increase in disinformation and 
misinformation about the elections process distributed through social media, the elections community is lookingfor 
tools and processes to enable them to more effectively deal with this increase. The Misinformation Reporting Portal is 
one of those tools. The attached papersummarizes the benefits of the Portal forvarious elections 
stakeholders. Hopefully, this explains the sense of urgency regardingthe Misinformation Reporting Portal from the 
elections community. 

As we noted on the call, we have developed an interface to Facebook that exactly mimics the current email submission 
method. No engineering oradjustnnents to the Facebook side of the interface is required. What we would like to do is 
to demonstrate this interface to give us al l comfort that there is no modifications needed on the Facebook side. We are 
ready to do this now. 

As you know, there is strong interest in Congress on the handling of disinformation and misinformation regarding 
elections. CIS will be testifying at a House hearing on Tuesday, July 28th regarding elections security. We would like to be 
able to provide a positive update on the status of workingwith Facebook on the Misinformation Reporting P ortal. 

In response to the question about enforcingthe terms of use, is innportant to affirm that those who will report will have 
been vetted as elections officials or members of national organizations overseeing elections matters. In addition, the 
design of the portal reinforces the terms of use to assist those subnnitti ngto the portal. 

Finally, we would once again offerthat we can establish accounts on the portal for Facebook users. The link to request 
an account is below. We have found that usingthe system helps provide an understanding of how the system operates 
and the ease of use. This is a development version so feelfree to registeras any state or local and submit cases. 

https://nnrp.cis.sharkbaitsoftwarellc.conn/auth/register 

Thanks, 

,cisecun y.org 
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ISA Center for Internet Security" 

0000 

From 
Sent: 
To: 

fb.com> 

cis ecu rity.org> 
fb.com>; 
cisa.dhs.gov> 

@nased.org> 

cisecurit or 
@fb.com>; 

sso.or >; 

hq.dhs.gov>; 
cisa.dhs.gov cisecurity.org>; 

@cisecurity.org>; cisecurity.org> 
Subject: RE: Cal l with CIS/NASS/NASED and Facebook, RE: Social Media Misinformation Reporting Portal 

Thank you,=. Wil l need some time for ourteanns to review the input and conferfurther internally on feasibility, and 
7/21 is just a bit too tight on our end. Also, engineering integration on our end is sonnethingthat wil l need to be 
explored internally as we have a lot of product efforts related to US2020 readiness that are extremely high prioritygiven 
that we are almost only 100 days from election day. Can you share the plan on how you will enforce the terms of 
service to make sure participants of the portal remain in compliance? 

From: pcisecurity.org>
Sent: Friday, July 17, 2020 1:08 PM 
To: fb.com>; @cisecurity.org>; 

@fb.com>; 
sso.org> 

cisa.dhs.gov; 
@cisecurity.org>; cisecurity.org> 

Subject: RE: Cal l with CIS/NASS/NASED and Facebook, RE: Social Media Misinformation Reporting Portal 

cisecurity.org>;

Thank you for the quick turn on your questions. We have attached our responses. As you wil l note, many of the answers 
were addressed in our (Draft) Terms of Use, a good indicatorwe are thinking alongthe same lines. 

As we discussed on Monday, we are ready from the CIS and elections community side to begin expanded deployment of 
the Portal in early August. This will providesufficienttinne forthe elections officials and the social media companies to 
be fully trained on the Portal. What we need from Facebook is to finalize the technical formats forcase submission. We 
would also appreciate your review and comments on the Terms of Use document. 

To that end, we wantto keep this as streamlined and simple as possible. We ask for the followingfrom Facebook: 
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1. Review the terms of use and provide any comments byJuly 21". We will provide a final version later next week. 
2. Arrange for a technical conversation with the appropriate person(s) at Facebook to finalizethe technical formats 
for accepting ennails from the Portal and providing case disposition orfeedback via email. 

It would be best to begin technical conversations on these items as soon as possible. Here are some suggested times 
overthe next few days: 

• Today —3p nn — 7p nn ET 
• Monday (20') - 8ann-10ann, afte r 1pnn ET 
• Tuesday (21") — al l day 
• Wednesday (22") — al l day 

Please let us know which tinnes work foryou. We are happy to hold multiple calls to acconnnnodate yourteann's 
schedules. 

Thanks, 

,cisecurity.orq 

Center for Internet Security' 

0 0 0 0 

From: fb.com>
Sent: Thursday, July 16, 2020 7:41 AM 
To: cisecurity.org>; 

fb.com>; 
fb.com> 

@sso.org> 
@fb . co nn>; 

cisa.dhs.gov; 
@cisecurity.org>; cisecurity.org> 

Subject: RE: Cal l with CIS/NASS/NASED and Facebook, RE: Social Media Misinformation Reporting Portal 

fb.com>; 
@cisa.dhs.gov>; 

nased.org> 

securit 
@fb.com> 

>; 

sso.or >; 

cisa.dhs.gov;
h ..dhs. ov>; 

cisecu rit .or >; 

Thank you so much —very much appreciate the time for nneeting earlierthis week. 

• Below are the questions from ourvarious teams (there is a wee bit of duplication on some of them, but we are 
erring on the side of inclusiveness for maximum understanding and insight). 
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• For next nneetingtinne, should we plan on doingthat aftergetting a sense of responses and feasibility on the 
below questions? From our end, early August window would be good, if you would I iketo suggest some time blocks 
(outside of Mondays and Fridays, if possible). ( could reach out to from our team who graciously 
help coordinate on the previous meeting). 

Questions: 

1. What steps will CIS take to ensure that only m is/disinformation type leads will be surfaced via the portal 
related to voter suppression/interference to ensure that scope is narrowly defined, and how will CIS ensure 
quality control? 

2. What access controls will be in place to ensure that only vetted state-level and platform-level onboarded 
partners will have access to view and analyze the information and how will these access controls be 
maintained? 

3. To what extent can the U.S. government, other platforms, and others view back and forth with platforms 
and also cross-platform content or escalations, and how will this be controlled? Are you open to a version of 
the portal that forwards intake to a platform email, with further back and forth being handled just between the 
platform and the reporter (but the initial report is available to other states/platforms/portal users). 

4. How will portal access be determined? 

5. What is the limit on the number of people and organizations who will have access to the portal? 

6. What is the data retention period for the portal? 

7. Is it the expectation that the portal will be a short-term or long-term project? 

8. How will the portal sort information so that it is of importance and properly sorted by various terms of 
service depending on the platform, so that recipients of the information will be able to triage it quickly and 
deconflict? 

9. What quality control measures will be in place to ensure that the escalations sent to the portal are not 
"noise" and will be properly described and not duplicative, and also not repeats of the same already-escalated 
content, to avoid burdening resource, operational, and engineering bandwidth during a very high-stakes 
election cycle where timely response and action will be critical? 

10. Is the expectation that the portal will replace the dedicated 1:1 reporting channels maintained by the 
platforms, either in the short or long terms? 

11. How will the portal advise whether or not a particular escalation has already been reported to the platforms 
and avoid sending an alert when such an escalation has already been made? 

12. To what extent can the portal be used to surface trends and patterns across platforms that can be shared, 
if of value, while maintaining direct platform-level communication from the states? 

13. Which states are not yet onboarded to the portal and what is the plan for those states? 

14. How will the portal be made user-friendly for the wide range of users? 

15. Who will train users on the portal, trouble shoot, and provide tech support for the portal? 

16. What will turn around time, both before the election, and on election day, for portal support and login 
issues? 
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17. How long does it take to approve access to the portal? Will there be expedited review closer to the 
election? 

18. How will the portal enable platform-specific back and forth? 

19. Will the portal provide links and not just screenshots to enable swift actioning of context? 

20. How does the portal plan to surface behavior-type or pattern-type signals, as opposed to discrete pieces of 
content? 

21. How will the portal prevent the same escalation being reported multiple times by multiple sources? 

22. Aside from receiving "intake," and evaluating that, if possible, pursuant to plafform -specific terms of service, 
what are other expectations of engagement from the platforms? 

From: se cu rity.o rg> 
Sent: Wednesday, July 15, 2020 9:00 AM 
To: ci se cu rity.org>; 

fb. co nn  >; fb.com>; 
fb.conn>; @cisa.dhs.gov>; 

sso.or:>; @nased.org> 

• cisa.dhs.gov; cisecurity.org>; 
@cisecurity.org>; cisecunty.org> 

Subject: RE: Cal l with CIS/NASS/NASED and Facebook, RE: Social Media Misinformation Reporting Portal 

and the Facebookteam, 

Thank you again for the cal l on Monday. I wanted to provide the Terms of Use I promised and recap the next steps we 
agreed to. 

Next Steps: 
• Facebook is building a list of questions and wil l provideto CIS aftersyncing up internally 
• We will schedule a follow up meeting in the next two weeks. from CIS will help coordinate 
schedules for us if you want to go ahead and provide herso me times which work foryourteann. 

Please let me know if you need anything in the meantime. 

Thanks, 

,cisecurity.org 

CI s Center for Internet Security 

0 0 0 0 
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From: 
Sent: Friday, July 10, 2020 3:12 PM 

fb . nn  >; fb.com>; 
@cisa.dhs.gov>; @sso.org>; 

fb.conn>; 
fb.com>; 

co m>;
>;■ 

@fb.com>; 
To: @cisecurity.or >; 

@nased.org>
Cc: @fb. co nn>; @h .dhs.gov>; 

cisa.dhs.gov; cisecurit .or >; 
cisecurity.org>; cisecurity.org> 

Subject: RE: Cal l with CIS/NASS/NASED and Facebook, RE: Social Media Misinformation Reporting Portal 

Hi al l, 

We are lookingforward to our conversation on Monday. I have attached an agenda to help guide the meeting. If there is 
sonnethingspecificyou would like to coverthat is not on the agenda, please let us know. 

Thanks and have a great weekend, 

EC I 
,cisecun y.org 

Center for Internet Security' 

0 0 0 0 

 Original Appointment-----
From: @cisecurity.org>
Sent: Thursday, July 2, 2020 12:39 PM 
To: 

Subject: Cal l with CIS/NASS/NASED and Facebook, RE: Social Media Misinformation Reporting Portal 
When: Monday, July 13, 2020 11:30 AM-12:30 PM (UTC-05:00) Eastern Time (US & Canada). 
Where: via WebEx 

cisa.dhs.gov;

WebEx Information Below: 

)o not delete or change any of the following text. --

When it's time, join your Webex meeting here. 

Meeting number (access code): 
Meeting password: 

@cisa.dhs. ov, 
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Join meeting 

Join by phone 
Tap to call in from a mobile device (attendees only) 

Join from a video s stem or a lication 
Dial 
You can also dial nd enter your meeting number. 

Join using Microsoft Lync or Microsoft Skype for Business 

Dial 

If you are a host, click here to view host information. 

Need help? Go to http://help.webex.com 

This message and attachments may contain confidential information. If it appears that this message was sent to you by 
mistake, any retention, dissemination, distribution or copyi ng of this message and attachments is strictly prohibited. 
Please notify the sender innnnediately and permanently delete the message and any attachments. 

This message and attachments may contain confidential information. If it appears that this message was sent to you by 
mistake, any retention, dissemination, distribution or copyi ng of this message and attachments is strictly prohibited. 
Please notify the senderinnnnediately and permanently delete the message and any attachments. 

This message and attachments may contain confidential information. If it appears that this message was sent to you by 
mistake, any retention, dissemination, distribution or copyi ng of this message and attachments is strictly prohibited. 
Please notify the senderinnnnediately and permanently delete the message and any attachm ents. 
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From: 
Sent: 
To: 
CC: 

@cisecurity.org] 
6/17/2020 12:58:15 PM 

@twitter.com] 
twitter.com]; 

@cisa.dhs.gov]; 
@cisa.dhs.gov]; 

cisecurity.org] 

cisa.dhs.gov]; 
cisa.dhs.gov]; 

@cisecurity.org]; cis ecurity.org]; 
; cisecurity.org]; 

@nased.org]; @sso.org]; 
twitter.com]; twitter.com]; 

Subject: RE: Reporting Portal with CIS, NASS, NASED and Twitter 

@sso.org]; 
@twitter.com] 

CAUTION: This emai l originated from outside of DHS. DO NOT cl ick l inks or open attachments unless you recognize and/or trust the 
sender. Contact your component SOC with questions or concerns. 

Sorry I am just gettingthis to you a few minutes before our meeting. We are lookingforward to tal kingthrough these . 

1. Will there be some sort of agreement or terms of reference that will align all participants (reporters, 
government entities, companies) on objectives and usage of the portal? 
Yes, we'll establish Terms of Reference (or equivalent agreements) for the portal. Broadly speaking the 
objectives are: 
• CIS: vet election officials to ensure that all information reported to the plafforms comes from the 
authoritative source for that information. 
• Election offices: submit report of misinformation that, as the official authority a certain information, can 
be stated as factually inaccurate 
• Social media companies: process reports and provide timely responses, to include the removal of 
reported misinformation from the plafform where possible 
• National associations: maintain awareness of occurrences of misinformation and communicate with 
other partners as necessary 
• Other partners: not on the critical path of the initial rollout; can be discussed as the plafform evolves 
2. Who will have access to view/analyze reported information? Will there be any restrictions in place to 
dictate what can be done with this information? 
This will be covered in the agreements, which will limit use of data. Broadly speaking usage will be 
• CIS: access to all information and ability to analyze and communicate about that information with 
election offices and social media companies 
• Election offices: submit report of misinformation that, as the official authority a certain information, can 
be stated as factually inaccurate 
• National associations: access to all information and ability to analyze and communicate about that 
information with election offices and social media companies 
• Social media companies: Access to reports necessary to investigate and come to a decision 
• Other partners: not on the critical path of the initial rollout; can be discussed as the platform evolves 
3. Would other companies have access to see reports for other plafforms? I believe our answer is no we 
will not share the reports. However, based on the set of reports, we may share indications of campaigns of 
misinformation across platforms. What if the report has content from multiple companies? We have it setup 
where the samples are separated by platform. The top-level report information would be shared with any 
platform where a sample was provided. We are open to handling this differently and look forward to your 
thoughts here. 
4. What is the criteria used to determine who has access to the portal? The criteria has already been 
determined (elections officials vetted by CIS, NASS, NASED, DHS and social media plafforms). Any others will 
be on a case-by-case basis with a specific formal terms of access agreement. How many individuals do you 
anticipate having access? There are roughly 9,000 elections offices. We expect as much as half may 
participate in the portal over time. 
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5. How long will reported information be retained? f. Redacted Proprietary Information 

Redacted Proprietary Information 
6. How long will the portal be in operation? Just through the 2020 presidential election? The portal will be 
evaluated in January 2021 regarding demonstrated benefits, potential enhancements, and opinions by the 
elections community regarding continued operation. 
7. Companies' terms of service vary. How will individuals know what to report? We will cover this in the 
Terms of Reference and in the instructions given to users as they use the platform. The elections officials will 
report suspected misinformation related to elections. The platforms will have to assess the misinformation, 
including applicability of specific terms of service for the platform . 
8. Will there be any quality checks in place? Will there be a review of reports before they are submitted to 
companies? Will all reports be treated with equal priority? The reporting mechanism has requirements on 
which fields are required. This validation can be altered based on the "type" of report. We are open to adding 
more validation based on your feedback. We do not anticipate any manual review of the content itself. The 
reporter can set a priority, but we should discuss the implications of that to all involved. 
9. Will partners continue to use Partner Support Portal (PSP) or will everyone migrate to this reporting 
tool? We'd like to encourage election officials to use the Reporting Portal, but we believe it makes sense to 
continue to operate the PSP in parallel through this election and evaluate it afterward. 

Thanks, 

,cisecurity.orq 

Center for Internet Security* 

0

From: twitter.conn> 
Sent: Tuesday, June 16, 2020 3:59 PM 

To: cisecurity.org> 

Cc: twitter.conn>; 
cisa.dhs.gov>; 

@cisa.dhs.gov>; 
@cisecurity.org>; 

cisa.dhs.gov>; 
cisa.dhs.goy>; 

cisecurity.org>; 
cisecurity.org>; 

cisecurity.org>; 

@nased.org>; 
twitter.corn>; 

@sso.org>; sso.org>; 
twitter. corn twitter.conn> 

Subject: Re: Reporting Portal with CIS, NASS, NASED and Twitte r 

All, 

Below are some of the questions we hope to discuss during our next cal l. Lookingforward to it! 
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1. Will there be some sort of agreement or terms of reference that will align all participants 
(reporters, government entities, companies) on objectives and usage of the portal? 
2. Who will have access to view/analyze reported information? Will there be any restrictions in 
place to dictate what can be done with this information? 
3. Would other companies have access to see reports for other platforms? What if the report has 
content from multiple companies? 
4. What is the criteria used to determine who has access to the portal? How many individuals do 
you anticipate having access? 
5. How long will reported information be retained? 
6. How long will the portal be in operation? Just through the 2020 presidential election? 
7. Companies' terms of service vary. How will individuals know what to report? 
8. Will there be any quality checks in place? Will there be a review of reports before they are 
submitted to companies? Will all reports be treated with equal priority? 
9. Will partners continue to use Partner Support Portal (PSP) or will everyone migrate to this 
reporting tool? 

On Fri, Jun 12, 2020 at 3:40 PM 

• 
Dcisecurity.org>wrote:

Wednesday from 1-2 ET works for our team. I wil l send an invite. 

I wil l also fol low up separately with you on setting up accounts. Have a great weekend. 

Thanks, 

cisecurit .or 

Center for Internet Security' 

0000 

From: @twitter.conn> 
Sent: Friday, June 12, 2020 2:29 PM 
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To: 
Cc: 

cisecurity.org>
twi tter. co nn>; 

= cisa.dhs.•ov>. 
@cisa.dhs.gov>; 

cisecurity.org>;
t nased.org>; 

@twi tte r.co nn>; 
Subject: Re: Reporting Portal with CIS, NASS, NASED and Twitter 

Hi 

cisa.dhs.gov>; 
cisa.dhs.gov>; 

cisecurit .or >; 

sso.or 
twitter. co nn >; 

cisecurit .or >; 
cisecurity.org>; 

sso.org>; 
twitter.com> 

Thanks again forthis group's time yesterday. Can we schedule our next follow-up for next Wednesday from 1-2pm? 
We'l l share some of our questions ahead of that cal l to help inform ourdiscussion. 

Also, would you be able to help us establish some log-ins for us to test out the tool? 

Thanks! 

On Wed, Jun 3, 2020 at 4:52 PM 

• 
@cisecu rity.org> w rote: 

That works for us here at CIS wi I I send an invite shortly. 

Thanks, 

cisecurit .or 

(S Center for Internet Security' 

0 0 0
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From @twitter.com>
Sent: Wednesday, June 3, 2020 4:08 PM 
To: cisecurity.org>
Cc: twi tter. co nn>; Pcisa.d hs.gov>; 

cisa.dhs.gov>; cisa.dhs. ov>; 
cisa.dhs.gov>; 

cisecurity.org>; 
nased.org>; >; 

Subject: Re: Reporting Portal with CIS, NASS, NASED and Twitter 

Hi 

Thank you for your patience. Would 3:30 next Thursday (6/11) work for a follow-up cal l? 

Best, 

On Mon, Jun 1, 2020 at 8:37 AM 

• 
@cisecurity.org>wrote:

@cisecurit .or >; 

I hope you are doing wel I. I know it is a busy week with the election tomorrow. When you can, please let us know a 
good time to reschedule our nneetingfronn last week. We will have some updates to share about our beta testing 
with election officials and a possible nationwide training collaboration with the BelferCenter. 

Thanks, 

cisecurity.org 

cC„ IS Center for Internet Security* 

0 0 0 0 
From @twitter.com>
Sent: Friday, May 22, 2020 4:30 PM 
To: Ocisecurity.org>
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twitter. co nn>; cisa.dhs.gov>; 
cisa.dhs.gov>; cisa.dhs.gov>; 

@cisa.dhs.gov>; @cisecurity.org>; 
ci secu rity.org>; a se cu rity.o rg>; 

cisecurity.org>; nased.org>; 
sso.or > 

Subject: Re: Reporting Portal with CIS, NASS, NASED and Twitte r 

H 

sso.or >; 

Thank you for your ennail and for yourtinne last week. We support yourgoals in establishingthis tool, but stil l need to 
run some traps internally regarding options to receive the info and provide feedback. Happy to schedule a follow-up 
cal l next week, though we may stil l have more questions than feedback at that point. If that works for you all, let's 
ainn for 4:30 pm EST. 

Best, 

• 
On Thu, May 21, 2020 at 3:25 PIV Wcisecurity.org>wrote:

Thank you so much for the cal l last Monday. I hope it proved hel pful as you went back to your team at Twitter. With 
the elections nearing, we are eagerto hear if you have anythingyou can share from you r internal conversations. Are 
you available fora 30 nnin follow up cal l next week? We have a few ti me slots nextThursday if any of these work for 
you: 9-10ann, 2-2:30pm, and 4-5pm (Eastern). If these don't work foryou, we can shuffle some schedules around. 
Just let us know what works best for you. 

Thanks, 

cisecurit .or 

Center for Internet Security' 

000 
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Original Appointment-----
From: cisa.dhs.gov>
Sent: Wednesday, May 6, 2020 9:31 AM 
To: 

Cc: 
Subject: Reporting Portal with CIS, NASS, NASED and Twitter 
When: Monday, May 11, 2020 2:00 PM-3:00 PM (UTC-05:00) Eastern Time (US & Canada). 
Where: WebEx invite just sent separately -- please use that information 

Sent a separate invite to use WebEx forthe meeting. Please let me know if you don't receivethe WebEx invite. 

Thanks, 

This message and attachments may contain confidential information. If it appears that this message was sent to you 
by mistake, any retention, dissemination, distribution or copyi ng of this message and attachme nts is strictly 
prohibited. Please notifythe sender innnnediately and permanently deletethe message and any attachments. 

This message and attachments may contain confidential information. If it appears that this message was sent to you 
by mistake, any retention, dissemination, distribution or copyi ng of this message and attachments is strictly 
prohibited. Please notifythe sender innnnediately and permanently deletethe message and any attachments. 

This message and attachments may contain confidential information. If it appears that this message was sent to you 
by mistake, any retention, dissemination, distribution or copying of this message and attachments is strictly 
prohibited. Please notifythe senderinnnnediately and permanently delete the message and any attachments. 

This message and attachments may contain confidential information. If it appears that this message was sentto you by 
mistake, any retention, dissemination, distribution or copying of this message and attachments is strictly prohibited. 
Please notify the sender innnnediately and permanently delete the message and any attachments. 

This message and attachments may contain confidential information. If it appears that this message was sent to 
you by mistake, any retention, dissemination, distribution or copying of this message and attachments is strictly 
prohibited. Please notify the sender immediately and permanently delete the message and any attachments. 
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From: 
Sent: 
To: 
CC: 

@googl e.com] 
4/20/2020 12:18:53 PM 

cdc.gov] 
@google.corn]; Crawford, Carol Y. 

Pcdc.gov] 
Subject: Re: Question Hub users 
Attachments: CDC & Question Hub - COVID EAP Partner Presentation .pdf 

Iii 

Thanks for sharing CDC contacts for the Question Hub early access program. We will whitelist access for the 
three accounts today. Once whitelisted, the next step is to login to the tool (at questionhub.google.com) with the 
whitelisted accounts and begin submitting links for created content on CDC web surfaces! The tool is fairly 
easy to use and instructions can be found in Page 5 of the attached presentation. 

Let me know if you or the team have any questions as you use the tool and please do give us a heads up when 
your team has begun submitting answers. 

Thanks, 

On Mon, Apr 20, 2020 at 7:56 AM 

Hi 
kcdc.gov> wrote: 

We would like to start with just three persons for the Question Hub pilot. Carol Crawford 
 @cdc.gov) and myself Wcdc.gov). We will evaluate it and then decide who would 
be best to include for CDC. 

Please provide a link or instructions to get to the hub. 

Thank you again for this opportunity and all that Google is doing for this pandemic. 

@@google.com
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